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APPLICATIONS OF NANOMATERIALS 

                                                                  C.Swathi 
Assistant professor in chemistry, Sree vidyanikethan educational  institutions. 

A.Rangampet, Tirupati. Mobile no-9505364505 
E-mail ID-swathinaidu.chem@gmail.com 

Abstract 
Nanomaterials (NMs) used in plant protection or fertilizer products in many 
Scientific publications and patents. The United States and Germany have published 
the highest number of patents, Asian countries released most scientific articles. 
About 40% of all contributions deal with carbon-based NMs, followed by titanium 
dioxide, silver, silica, and alumina. Indeed, the review of available literature 
indicates that some nano materials can enhance plant-growth in certain 
concentration ranges and could be used as nano fertilizers in agriculture to increase 
agronomic yields of crops and/or minimize environmental pollution. Application of 
new types of fertilizers using innovative nanotechnology are one of the potentially 
effective options of significantly enhancing the global agricultural productions 
needed to meet the future demands of the growing population 
Keywords:  Nanofertilizer, Nanomaterial, Plant production product, Agriculture 
environment 
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1Research Scholar, Jawaharlal Nehru Technological University Anantapur, 
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2Lecturer in Chemistry , Jawaharlal Nehru Technological University Anantapur, 
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Institute,Ananthapuramu,A.P.,India. 

4Dept of Sciences and Humanities,Matrusri Engineering College,Saidabad,Hyderabad. 
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Abstract: 
In this study, rapid, simple approach was applied for synthesis of silver 
nanoparticles by using Mango leaf  extract. The plant extract acts as both reducing 
agent and capping agent. The green synthesized silver nanoparticles were 
characterized by using physic-chemical techniques viz, UV-Visible spectroscopy, 
Fourier Transform Infrared Spectrophotometer [FTIR], Particle size Analyser  and  
Scanning  Electron  Microscopy.  UV-Visible  spectrophotometer  showed  
absorbance  peak  in  the  range  of  419nm.The compounds responsible for silver ions 
and the functional groups present in plant extract were identified and investigated 
by FTIR technique. The characterization data reveals that the particles were in 
crystalline in nature with an average size of 68nm. The silver nanoparticles (Ag NPs) 
were rapidly synthesized using aqueous extract of Mango with AgNO3  solution 
within 20min at room temperature, without the involvement of any hazardous 
chemicals. 
 Keywords: Nano particles, green synthesis, Silver, Mango leaf Extract and reducing 
agents.  
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Abstract: 

 
In this study, rapid, simple approach was applied for synthesis of silver nanoparticles by using mango 

aqueous leaf extract. The plant extract acts as both reducing agent and capping agent. The green synthesized 

silver nanoparticles were characterized by using physic-chemical techniques viz, UV-Visible spectroscopy, 

Fourier Transform Infrared Spectrophotometer [FTIR], Particle size analyser and Scanning electron 

microscopy. UV-Visible spectrophotometer showed absorbance peak in the range of 419nm.The 

compounds responsible for silver ions and the functional groups present in plant extract were identified and 

investigated by FTIR technique. The characterization data reveals that the particles were in crystalline in 

nature with an average size of 62nm. The silver nanoparticles (Ag NPs) were rapidly synthesized using 

aqueous extract of guava leaf with AgNO3 solution within 15min at room temperature, without the 

involvement of any hazardous chemicals. 

 

Keywords: Nano particles, green synthesis, Silver, Mango leaf and reducing agents. 

 

 

1. INTRODUCTION 

Nowadays,nanomaterials area the emerging trends in thefield of nanotechnology1,2.The environment friendly 

process in chemistry is known as green synthesis method,which is more acceptable in worldwide for the 

sakeofenvironmental concerns3-7. Among many nanomaterials, silver is one of the most commercialized 

nanomaterials with five hundred tons of silver nanoparticles per year 8. Nanomaterials are superior because of 
thei runiquesize- dependent property.Although there are many chemical and physical methods also produce 

pure,well-defined nanoparticles successfully but their methods were potentially dangerous to the environment 

and quite expensive.But the use of plant extract could be an alternative to physical and chemical methods for the 

production of nanoparticles in an eco-friendly pattern. Production of silver nanoparticles is estimated to 

increase in the next few years because of its profound role in field of catalysis, high sensitivity, bio- 

molecular detection,   medicine and   biosensors.   It has been acknowledged to have strong inhibitory 

and bactericidal effects. The Noble silver nanoparticles are striving towards the edge-level utilities 

in every aspect of science and technology including the medical fields, thus cannot be neglected just 

because of their source of generation. Hence, it is becoming a responsibility to emphasise on an alternate as 

the synthetic route which is not only cost effective but should  be environmental friendly in parallel. 

Keeping in view of aesthetic sense, the green synthesis are rendering themselves as key procedures and 

proving their potential at the top. The techniques for obtaining nanoparticles using naturally occurring 

reagents such as sugars, bio-degradable films, plant extracts, and microorganisms as reductants and capping 

agents could be considered attractive for nanotechnology 9,10. Very recently plant extract of 

Gloriosasuperba 11, Ocimumtenuiflorum12, are bringing in literature considering the vast 

potentiality of plants as a source this work aims to apply a biological green technique for the synthesis of 
silver nanoparticles as an alternative to the conventional methods. In this regard, leaf extract of Mango species 

of family myrtaceae was used for bio-conversion of silver ions to nanoparticles. This plant is commonly 

available in India and the leaves of Psidiumguajava tree have a long history of medicinal uses that are still 

employed in these days 13. This guava leaves have several chemical constituents such as coumarins, 

essential oils, triterpenes and ellagitannins 14,15. In this paper, an attempt was made to study the synthesis 
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of silver nanoparticles from leaves of Mango without using any additional harmful chemical/physical 

methods. The method applied is simple, cost-effective, easy to perform and sustainable. 

 

2. EXPERIMENTAL: 

 

Typically, a plant extract mediated bio   reduction involves mixing the aqueous extract with an 

aqueous solution of the appropriate metal salt. The synthesis of nanoparticles occurs at room temperature 
and completes within a few minutes. 

 

 Materials: 

Psidiumguajava leaves were collected from the trees growing in the Dravidian University fields, 

Kuppam, Andhra Pradesh, India. Silver nitrate was purchased from SRL chemicals, India. Fully purified 

Milli-Q water used for synthesis of Ag-NPs. 

 

 Preparation of Plant Extract: 

 

Psidium guajava leaf extract was used to prepare silver nanoparticles on the basis of cost effectiveness, ease of 

availability and its medicinal property. The guava leaves were collected from the trees growing in the fields 

of Dravidian University campus. It was thoroughly washed in distilled water to remove mud and other dust 

particles and poached for 20min. in 100ml distilled water taken in a pan and then cooled at room 

temperature. Once it is cooled, 20ml extract of  dark green was filtered to a conical flask using watt 
man filter paper and kept  in refrigerator for further usage. 

 

 Green Synthesis of Silver Nanoparticles 

 

Silver nitrate GR used as such (purchased from SRL Chemicals, India).100ml, 1 Mm solution of silver 

nitrate was prepared in an Erlenmeyer flask. Then 1,2,3,4 and 

5ml of plant extract was added separately to 10ml of silver nitrate solution keeping its concentration at 

1mM. Silver nanoparticles were also synthesized by varying concentration of silver nitrate. This set up was 

incubated at in dark chamber to minimize photo-activation of silver nitrate at room temperature. the 

reduction of Ag+ to Ag was confirmed by the colour change of solution from colourless to brown. Its 
formation was also confirmed by UV-Visible spectroscopy. 

 

 Characterization of Synthesized Silver Nanoparticles: 

 

UV-Vis spectral analysis was done by using Shimadzu UV-Visible spectrophotometer (UV-1800, Japan). 

The UV-Visible absorption   spectrophotometer   with a resolution of 1 nm between 200 and 800nm 

was used. Dynamic light scattering was used to determine the average size of the synthesized 

nanoparticles. FT-IR spectra were recorded in Perkin Elmer (1750) FTIR Spectrophotometer. The   size 

of synthesized silver nanoparticles was determined by using particle size analyser. SEM analyses were 

recorded by using LEO 435VP SEM. 
 

3. RESULTS AND DISCUSSION 

3.1.ColourChange 

The particles exhibit different colour when they are in nanoscale compared to its bulk state.Silver nanoparticles 

will be either black or brown in colour which is shown in the Figure1.Afte raddition of guava leavesextract,the 

colour of the solution changed from colourless to brown colour. 

 

 UV-VisSpectralAnalysis 

 
 

The noble silver metal nanoparticle was showed a well- defined absorption peak at 419 nm and confirmed 

the reduction of silver by the colour change from colourless to yellowish red10. UV-Visible spectroscopy 

analysis was carried out on SYSTRONICS spectrophotometer from range of 200 to 800nm.The double 

distilled water was used as blank16. 

 

 FTIRAnalysis 
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The dual role of plant extract as capping and reducing agent and presence of functional groups of 

silver nanoparticles was confirmed by FTIR analysis. The broad band of spectrum shows vibrational 

stretches at 3317 cm-1 was due to O-H stretch17, 2125 cm-1 was due to -C≡C- stretch, the peak 1635 cm-1 

due to -C=O-stretching18 and peak obtained i.e. 579 cm-1 due to C-X stretching19. The FTIR results were 

confirms that the some of organic compounds from plant extract formed as a reducing/capping on the 

nanoparticles. From the spectrum reveals that carbonyl group (C=O i.e., 1635 cm-1 ) was involved in 

the reduction of Ag+ to Ag . 

 
 ParticleSizeDetermination: 

Particle size determinations of synthesized AgNPs were shown under by intensity the size of silver 

nanoparticles was synthesized with Psidiumguajava leaf extract was characterised by dynamic light 
scattering experiment. The average size of the synthesized silver nanoparticles from Mango leaf extract 

was found to be 62 nm. 20. 

 

 Morphology of Copper Nanoparticles: 

The scanning electron microscopy (SEM)has been used to identify the size,shape and morphology of 

nanoparticles synthesized by using P. guava leaf extract. The SEM images of synthesised silver   nano 

particles were shown in the Figure 5. The size and shape of the silver nanoparticles depends on the 

precursor, reducing agents used to synthesize nanoparticles and shows that silver nanoparticles are 

crystalline in nature.In the present study, the SEM analysis confirms the formation of silver nanoparticles, 

which contains the crystalline structure as shown in Figure 5. 

4. CONCLUSIONS 
In this study, there was presented a simple one-pot green synthesis of stable silver nanoparticles using Mango 

extract at room temperature was reported. The use of natural extracts, distilled water and non-toxic reagents 

proves to be an eco-friendly, rapid green approach for synthesis of silver nanoparticles which was a cost 

effective and an efficient way of synthesis. The size of AgNPswas estimated at 62nm. The SEM analysisshowed 

that silver nanoparticles were crystalline in nature. The reduction of silver nanoparticles was confirmed by FTIR 

technique. Benefits of using plant extract for synthesis is that it is cost effective, energy efficient, protecting 

environment and human health also leading to lesser waste and safer products. This eco-friendly method could 

be a competitive alternative to the conventional physical/chemical methods were used for the synthesis of silver 

nanoparticles. 
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Figure 1: 0.01 M Silver Nitrate is added to 100mL Distilled Water, Vigorously Stirred under 80° C, and 

2). Mango leaf Extract being Added Drop Wise 

 
 

Figure 2: UV–Vis Spectra of Ag Nanoparticles Synthesized by Using Mango leaf Extract 
 

Figure 3: FTIR Spectrum of Silver Nanoparticles 
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Figure 4: Particle size Distribution Pattern of Ag nano Particle was synthesized by Reducing AgNO3 

using Mango leaf Extract 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Figure 5: SEM Analysis of Silver Nanoparticles 
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detection task, deep learning has formed a mainstream in object
detection task based on CNN (Convolution Neural Networks) and with
these algorithms accuracy in object detection have increased [1].
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Abstract: This paper deals with library automation 

and book detection using deep learning which comes under 

field of computer vision [1]. In order to automate a large 

Library where finding a book is a tough task, this paper shows 

a solution for it. Here we detect the required book with the help 

of deep learning concept through MATLAB Neural network 

toolbox which can pick the particular book with the help of a 

mobile manipulator. Convolutional neural network used is 

Alex Net which can detect around 1000 classes.  

      Deep learning is a part of machine learning in which a 

network learns how to classify objects from texts, Images, and 

sound. The first part in the name Deep Learning i.e. “deep” 

means number of layers in the network—A network is said to 

be deeper when it has many layers. Generally neural networks 

contain 2 or 3 layers, while deeper networks contain hundreds 

of layers. 

      The device used is a rover with capability of holding a book 

with its fingers. It also consists of a camera which scans 

through the books whose output is then analysed by a neural 

network. 

KEYWORDS: Matlab, Deep learning, Convolutional Neural 

Network, Alex Net.  
 

I. INTRODUCTION 

  Object Detection: Now a days, using computer 

vision in object detection is the focus of research, and 

convolution neural networks are providing more accurate 

results and has made great progress in object detection [1]. 

Object detection is developed to multi object recognition 

from the single object recognition. In the field of computer 

vision Image recognition is the skill of a software 

to recognise writings, actions, objects, places, and people 

from images. Computers equipped with a camera 

and artificial intelligence software can perform image 

recognition task. In object detection task, deep learning has 

formed a mainstream in object detection task based on CNN 

(Convolution Neural Networks) and with these algorithms 

accuracy in object detection have increased [1]. 

Computer Vision: Computer Vision is a technique 

of giving information to machines about their physical 

surroundings with the help of transducers like cameras. In 

previous days this was a complicated task which requires a 

specific algorithm to analyse basic unit of image i.e. Pixels. 

There is no flexibility in these algorithms and are to be used 

in specific cases. Recent researches and developments in 

computer vision techniques allowed computer vision to use 

the ability of Deep learning networks that help to resolve the 

issues prevailed with past computer vision algorithms. 

Robotics: As the name itself says it is about the branch of 

engineering related to robots, and their design, application. 

It is a mixed application of Electronics, mechanics and 

software [9].  Research today is focused on developing 

robots that perform specified task accurately by taking less 

time. Some researchers are being done on automation of 

manufacturing process or a task. If task is bulkier, to 

perform that task the main constraints are time and human 

power. The automation is a process to save human efforts in 

most of the regular and frequently carried works. 

K. Aruna, Assistant Professor 
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kokkulaaruna@gmail.com 

The robotic arm is a microprocessor based 

mechatronic system that detects the book, picks that book 

from source location. Camera is used for detection of object. 

Vehicle will be controlled by Matlab which is employed as 

an interface between computer and vehicle (robot). It is a 

microprocessor-based control system which works in 

alliance with Matlab. 

Contributions are as follows 

1. Retraining a neural network namely AlexNet to 

detect the books using Matlab. 

2. Building a mobile manipulator to pick the detected 

book. 

3. Integrating the trained network with the mobile 

manipulator designed. 

 

II. LITERATURE SURVEY 

Deep Learning: 

      Deep learning is the subset of machine learning that 

learns from experience teaches computers the same. These 

algorithms learn information from data. Deep learning is a 

machine learning technique that teaches computers to learn 

by example which is the natural ability of humans. Deep 

learning is mainly used for image recognition, which gives 

solution for achieving better facial recognition, motion 

detection, and many applications such as autonomous 

driving, lane detection, and pedestrian detection. It have 

major role in consumer devices like phones, and in devices 

which include voice control. Deep learning is achieving 

results that were not possible in the past due to which it is 

getting lots of attention. It is a concept in which a model is 

trained to detect and classify different types of objects. It is a 

part of machine learning. It makes use of an artificial neural 

network in which an artificial Neuron is the basic building 

block. The word “Deep” in deep learning refers to number 

of layers in the network, the more the layers the deeper the 

network it is. 

Deep Neural Network: A neural network is a 

computing model which consists of a layered structure that 

is similar to the networked structure of neurons in a human 

brain [8]. A neural network can learn from data, thus can be 

trained to recognize patterns, classify data, and forecast 

future events. Neural networks are powerful technology and 

require large set of training data [5]. 

      A neural network breaks down the input into layers of 

abstraction. The behavior of a neural net is defined by the 

strength, or weights of individual elements that are 

connected. During the process of training, these weights are 

automatically adjusted until the neural network performs the 

required task accurately.  

        Convolutional Neural Network: The development of 

deep convolutional networks have advanced computer 

vision task like object detection [13]. Convolutional Neural 

Networks (CNN) are widely used tools for implementing the 
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concept of Deep Learning. CNN’s consists of multiple 

layers. They are: 

1.Convolution layer: This layer helps in breaking the images 

into smaller pieces which helps in feature detecting [3]. 

2.Batch Normalization Layer: This layer helps to speed up 

the CNN’s and reduce the sensitivity to network 

initialization. These layers are used between convolutional 

layers and non-linearities, such as ReLu layers. 

3.Rectified Linear Unit: This layer performs threshold 

operation to each element of the given input and maps 

negative values to zero. 

4.Pooling Layers: Pooling layers simplifies the output by 

performing non-linear down sampling and reduces the 

number of parameters that the network is going to study. 

5.Dropout Layers: A dropout layer randomly sets input 

elements to zero with the given probability. 

6. Fully Connected Layers: This layer multiplies the input 

by a weight matrix and then adds a bias vector. 

           AlexNet in Matlab: AlexNet is trained on more than a 

million images. It consists of 25 layers. The use of AlexNet 

makes the process of neural learning easy [3]. 

First five are convolutional layers and last three are 

fully connected layers. 

 It also consists of intermediate pooling layers. 

 The network has an image input size of 227-by-

227[8]. 

 Thousand object categories can be classified using 

AlexNet, such as mouse, laptop, pencil, keyboard, 

and many animals. 

 

III. PROPOSED SYSTEM 

The proposed system consists of two parts: 

The first part deals with retraining an existing 

convolutional neural network [7] with the data that is 

collected (images of certain books present in library) for the 

purpose of detection and the second part is all about 

integrating the trained network with mobile manipulator 

which consists of a robotic arm equipped with a gripper.  

Fig.1 shows the pictorial representation of the 

entire proposed system. This is the representation after we 

have the neural network that detects the target books in the 

library. The second step is optional i.e. Run GUI. If GUI is 

created, then this step adds up to the proposed system. 

Fig. 1 Flow chart for entire proposed system 

Fig.2 shows the flow chart for training the existed 

neural network provided by neural network toolbox in 

Matlab, this is called as retraining a neural network or fine 

tuning a network [2]. In order to retrain it requires around 

1000 images of each class (Book, in this case). 

 

 

Fig. 2 Flow chart for Retraining AlexNet in Matlab 

The above said mobile manipulator can be 

designed and fabricated in many ways which include 

preparing a 3d model and 3d printing it or directly 

proceeding with fabrication by procuring different parts 

required for fabrication with simple design. The mobile 

manipulator can have any types of arms i.e. cylindrical arm, 

axial arms, cartesian arms, spherical arms and Scara robot 

      Integration of hardware with Matlab: The designed 

robot can be operated with microprocessor or 

microcontroller. Matlab also provides hardware support 

packages which can be used for controlling the hardware 

with Matlab itself. Hardware support packages in Matlab 

include support package for Arduino, Support package for 

Raspberry Pi[8]. In this paper we prefer Raspberry Pi 

because of its facility that it provides camera support with 

the board and algorithms can be developed for raspberry pi 

which works as standalone application. 

IV. CONCLUSION 

      Presently Deep learning is used in many applications 

like self-driven vehicles, automatic handwriting generation, 

machine translation, Image caption generation, text to 

speech conversion, Colourization of Black and white 

images, breast cancer classification [6], classification of 

electrocardiogram signals [6] etc. But in this paper, we 

present method to use deep learning for library automation 

using Matlab. But it requires a wired connection to the 

hardware device with the computer in which Matlab is 

installed, it can be extended to build a standalone device by 

developing hardware compatible algorithms like python 

programming for Raspberry Pi. Many algorithms are being 

developed in python to implement the technique of Deep 

learning which can be used for recognition and detection of 

objects. 
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1. INTRODUCTION
UART is capable of establishing full-duplex communication and this is
mostly found in serial links. UART is systematized with a Transmitter
which regulates the transmission by accepting a data word in parallel
format and supervises the UART to transmit it in a serial manner.
Moreover, the receiver in UART should be able to notice the
transmission, receive the data in serial way, and accommodate the serial
data in a parallel format. The reorganizing of serial to parallel data is
handled by UART. Serial communication decreases changes in the
amplification or reproduces accurate results [6]. So, data can be
exchanged between two systems isolated by a large distance. The
module of Universal Asynchronous Receiver Transmitter is segregated
into receiver, transmitter and baud rate generator. The internal clocks of
receiver and the transmitter are synchronized to a local clock produced
by baud rate generator with a frequency after a desired baud rate can be
achieved [8].
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Abstract: Revolutionary strides that serial 

communication has made in the past four decades, 

importance of serial communication has been 

realized and in today’s world these serial 

communication ports are included in even high-

end FPGA’s. UART is a serial communication 

protocol which is used as a transmitter and 

receiver to transmit and receive data 

asynchronously via UART ports present in 

FPGA’s. UART converts parallel data to serial for 

transmitting the data and serial data to parallel 

for receiving the data. For fast transmission of 

information UART uses Buffer and can also be up 

to 2 kilo bytes. It has extra registers to provide 

information about transmission states and flow of 

data from ports and to govern the plethora of data 

when accepting device is not prepared to accept 

the information. UART can glide the data when it 

has a huge buffer to hoard the data coming from 

the transmitter and receiver. The size of the buffer 

is contingent with the design of the UART. This 

Universal Asynchronous Receiver Transmitter 

protocols are implemented in Remote data 

acquisition units (RDAU) present in missiles as a 

part of telemetry which is an avionics application. 

KEYWORDS: RDAU, Transmitter, Receiver, 

Verilog HDL, Vivado 2018.3, FPGA 

1. INTRODUCTION  
 UART is capable of establishing full-duplex 

communication and this is mostly found in serial 

links. UART is systematized with a Transmitter 

which regulates the transmission by accepting a data 

word in parallel format and supervises the UART to 

transmit it in a serial manner. Moreover, the receiver 

in UART should be able to notice the transmission, 

receive the data in serial way, and accommodate the 

serial data in a parallel format. The reorganizing of 

serial to parallel data is handled by UART. Serial 

communication decreases changes in the 

amplification or reproduces accurate results [6]. So,  
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data can be exchanged between two systems isolated 

by a large distance. The module of Universal 

Asynchronous Receiver Transmitter is segregated 

into receiver, transmitter and baud rate generator. The 

internal clocks of receiver and the transmitter are 

synchronized to a local clock produced by baud rate 

generator with a frequency after a desired baud rate 

can be achieved [8]. 

 

II. PROPOSED SYSTEM 

FPGA’s are equipped with UART ports for 

serial communication purposes [12]. Missile consists 

of several signal conditioners which transmit signals 

that are received by RDAU’s connected to them 

which are placed in various subsystems of a missile. 

RDAU stands for remote data acquisition unit. There 

can be multiple RDAU’s which gather information 

from almost more than 200 signal conditioners from 

various subsystems. The measurement parameters 

transmitted to RDAU’s from signal conditioners can 

be stress, strain, pressure, temperature etc. based on 

the requirement. Using these acquisition units 

simplifies the structure of the wiring in the missile 

and also in turn reducing the cost of wiring and 

weight of the missile. These RDAU’s play an active 

role in transmitting data from signal conditioners to 

Master data acquisition unit acting as a mediator. 

Master data acquisition unit receives data from 

various subsystems and this data is properly 

processed with techniques such as modulation and 

multiplexing and then transmitted through antenna 

from inaccessible locations to the ground station. 

Generally, these Master data acquisition units can be 

FPGA’s and data transmission and reception from 

RDAU’s to MDAU can be achieved through 

implementing serial communication protocols [4]. 

Master data acquisition units does many other 

parallel processes based on the features of FPGA and 

requirements. One of the process is forming a duplex 

communication between RDAU’s and Master data 

acquisition unit (FPGA) with the help of UART 
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protocols is shown in figure 1. 

 
Fig 1 Proposed System 

 

III. UART OPERATION 

 UART manages the data based on 

American standard code for information interchange 

(ASCII) codes where 7-bit encoding done with each 

character and a parity bit is included which is an 

added advantage for simple error detection. In UART 

frame the start-bit is the LSB and the stop bit is the 

MSB. UART module appends these both bits 

forming a 10-bit word for transmission which can be 

seen in the figure 2. Starting with the assertion of 

start bit for one clock cycle, transmission of 9 bits 

takes place in a sequential manner synchronizing 

with modem clock. Multiple clock cycles duration 

may take place for the assertion of a single stop-bit. 

 
Fig 2: Data format of UART 

 

 The transmitter section is an integral part of 

a broader domain where a host processor governs 

transmission guiding the UART to arrange the data  

 

 
Fig 3 Architecture of UART 

in a serial by retrieving the parallel format of a data 

word and format for transmission. On the other side 

receiver should be capable of detecting the 

transmission to obtain serial format data and trim the 

additional start bits and stop bits and stockpile the 

data in a parallel format. The receiver’s activity is 

way more complex than as often imagined, because 

the clock engaged to direct data is not available for 

large distances [1].The receiver which is placed 

remotely will have to re-establish the clock at a local 

level, exploiting the receiver unit clock instead of 

using transmitting unit clock. The uncluttered 

architecture of Universal Asynchronous Receiver 

Transmitter is depicted in figure 3 which indicates 

the signal employed by the host processor to direct 

the Universal Asynchronous Receiver Transmitter 

and shifting of the data from a data bus. Information 

about the host machine is not demonstrated [3]. 

 

IV. TRANSMITTER 

 The signals used in transmitter section are 

depicted in the structural block diagram in figure 4. 

The host processor yields the input signals and the 

flow of output signals is controlled by UART. The 

transmitter module architecture is equipped with a 

controller, status register for counting, a data register, 

a data shift register [11]. 

 

 
Fig 4 State machine controller schematic of a UART 

transmitter 

 

 State machine controller controls the 

transmitter and the ASM chart is shown in the figure 

5. The machine consists of main three states and they 

are idle state, waiting state and sending state.The 

state machine controller enters idle state 

asynchronously when reset bit is asserted, bit count is 

activated, 1s is loaded into XMT-shiftreg, load-

XMT-shftreg, shift and start are all driven to 

0.During idle state, when load_XMT-datareg gets 

asserted by a host (external) then the contents in 

XMT-datareg are updated with the contents of the 

databus if an active edge clock arises which is an 

independent process and the state of the machine will 
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be in idle state and will change when the start is 

asserted. 

 
Fig 5 ASM chart of UART transmitter 

 

 If the byte-ready and load-XMT-shftreg are 

asserted due to which waiting state becomes the next-

state. To understand that XMT-datareg is filled with 

data, load-XMT-shftreg is asserted and the transfer of 

to the internal shift register can be done. Continuing 

with the load-XMT-shftreg asserted during the next 

active edge clock three events occur: 

(1) Idle state changes to waiting state 

(2) XMT-datareg contents are sent to the left most 

bits of XMT-shftreg of size (word-size +1) – bit shift 

reg. The LSB indicates the starting and ending of the 

event and the Least Significant Bit of XMT-shftreg is 

reloaded with 1. The external processor will change 

its waiting state if T-byte is asserted. 

 During the next active edge of clock when 

T-byte is asserted, the state changes from waiting 

state to sending state and LSB is loaded with 0 to 

convey that it is start of the transmission and also the 

shift is driven to 1 and the next state still remains in 

the state corresponding to the sending state. During 

upcoming sequences of active edges of clock, the 

sending state is continued with the shift asserted and 

the XMR-shftreg contents are shifted to the Least 

Significant Bit, simultaneously the bit-count gets 

incremented after movement of data each time. When 

the bit-count increments to nine, clear gets asserted 

implying all the bits in augmented word have got 

shifted to the serial output. Machine goes again into 

idle state during next active edge clock [7]. 

 

IV.UART RECEIVER 

 The UART receiver is tasked to receive the 

bit stream of serial data, trimming the start bit and the 

data is sent in a parallel format to a storage register 

connected to the host data bus. There is no guarantee 

that the data is synchronized with the internal clock at 

the host of the receiver. A local clock is generated at 

high frequency to solve the synchronization issue and 

the receiver data is sampled using clock in a way that 

preserves the integrity of the message. A 10-bit data 

sampling is done at a rate determined by Sample 

_clock generated at the receiver‘s host. The counting 

of S_clk cycles is done so that the data is sampled at 

the middle of bit time. As depicted in figure 6 the 

sampling algorithm should 

(i) Check whether the start bit has been fetched. 

(ii) Also produce the samples from 8 bits of the data 

and  

(iii) Load the data to the bus. 

 Even though there was a possibility of using 

higher sampling frequency, In the example the data 

was transmitted at S_clk frequency which is 8 times 

the bit clock frequency. Even if a slight misalignment 

occurs between the leading edge of a cycle of S_clk 

and the incoming of the start-bit, this will not disturb 

the sampling format. It is because when the input 

data goes low the sample will still be taken into 

account within the time interval corresponding to 

value zero. To confirm whether or not there is a valid 

start-bit that has arrived, the additional three samples 

will be taken into consideration. So, the sampling 

will be done to 8 successive bits at the center of their 

bit times approximately. Even under worst possible 

condition, A full cycle of S_clk ahead of center of bit 

time will be chosen as a sample unequivocally, which 

can be considered as a tolerable skew [5]. 

 
Fig 6 Sampling format of UART receiver for clock 

regeneration 

 Figure 7 is the Structural level block 

diagram of the state machine controller which is 

directing the receiver’s sample scheme when 

interfaced with the host processor with input-output 

signals [10]. 

 The State machine controller of UART 

Receiver’s ASM chart is depicted in figure 8. This 

state machine has 3 main states namely idle state, 

starting state, and receiving state. Sample_clk is used 

to synchronize the transitions between the states. The 
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machine goes into the idle state if asynchronous 

active-low reset is asserted. Until Serial_in is low, the 

machine will be in the same state and then transition 

takes place to starting state. To confirm whether the 

 
Fig 7 State-machine controller of UART receiver 

 

1st bit is a valid start bit the machine samples 

Serial_in in the starting state. Based on the values 

sampled, Assertion of increment or clearing the 

counter at the next active edge of S_clk is done to the 

inc_sample and clr_sample. The start bit will be valid 

if the next three samples of Serial_in are 0 and the 

machine goes into the next state which is receiving 

state. When the state is transitioned to receiving state 

the Sample_counter is cleared. With inc_sample 

asserted 8 successive samples are considered at an 

active edge clock for each bit of the byte. This results 

the Bit_counter to be incremented. Shift and 

inc_Bit_counter are asserted if there is no parity bit 

(last bit) as a sampled bit. The sample value will be 

loaded into the MSB of the RCV_shftreg(receiver 

shift register) if the assertion of the shift takes place 

and 7 leftmost bits are shifted towards the LSB from 

the register. 

 

  The bit counter is cleared after the last bit 

has been sampled, read_out is asserted by the 

machine which is an out signal to the processor 

which works as a handshake. The status of the host 

processor and the data bits integrity are checked 

during this time. The host processor is not ready to 

accept the data, if read_in is asserted which is called 

as Error1. Error2 is the framing error i.e. It occurs if a 

stop bit is not the next bit and it is detected when 

Serial_in is zero. The contents in shift register are 

transferred to Receiver_register which is directly 

connected to data_bus as parallel word and works as 

a data register in the host machine. The received data 

word is b5h=0101_00002. LSB to the MSB is the 

reception sequence of the data register and MSB to 

LSB is the sequence for movement of data in inbound 

shift register. The start bit gets appended to the data 

word in the beginning and a stop bit is preceded by 

the data word. The counters are cleared and the reset 

value is 0 resulting the state to be the idle state. The 

state of the controller will enter into starting state to 

find out whether there is a start bit being received. 

This happens when the reset condition is de asserted 

at the first active edge of the clock and if Serial_in 

value is 0. Similarly, when a total of four samples 

occur as 0 the state enters receiving state and the 

Sample_counter is cleared as usually. Shift is 

asserted after the 8th sample and the 9th sample is 

shifted into most significant bit of RCV_shftreg at 

the next active edge clock. RCV_shftreg values is 

updated to 80h=1000_00002.  The sampling cycle is 

repeated again, the sampled value 0 is loaded into 

RCV_shftreg , the register contents are updated to 

0100_00002=40h . The sampling cycle of the end of 

the word received cab be seen in the figure 8. To 

recognize the stop bit the controller samples one 

more time after the last data bit is also sampled. The 

contents of RCV_shftreg are transferred to 

Receiver_register if there is no error 

detected.

 
Fig 8 ASM chart of UART Receiver 

 

V. SIMULATION RESULTS 

UART Transmitter 

 When T-byte is asserted during an active 

edge of a clock the state of the machine is entered 

into sending state and 0 is loaded into 

Shift_register_transmitter to give intimation about the 

start of the transmission and simultaneously shift is 

driven to 1 and next state will be remaining in the 

sending state [2]. The contents of 

Shift_register_transmitter are shifted towards the 

least significant bit of the serial output, bit count is 

incremented for each time there is a movement of 

data. The machine will again return to the idle state in 
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the next active clock edge when bit count reaches 9 

stating that the transfer of all the bits have been done. 

 
Fig 9 when T _byte=1, then the transmission of data 

will occur i.e. Serial _out=LSB of the XMT shift 

register 

UART Receiver 

  When the reset will be de asserted again, 

the controller’s state goes into starting state to check 

whether there is a start bit being received when the 

Serial_in value is 0 at the first active edge of the 

clock. The Sample_counter is cleared after additional 

3 samples are found to be 0 and that is a total four 

samples with 0 value then the state enters receiving 

state. Shift is asserted after the eighth sample. The 

sample is shifted into the most significant bit of the 

RCV_shftreg at the next active edge of the clock. 

 

 
Fig 10 Waveform of Receiver Transmitter 

 Here the output of transmitter is directly 

given to the input of the receiver by a creating a top 

module for Transmitter and Receiver in Verilog HDL 

for the ease of simulation [9]. 

 

VI. APPLICATIONS 

(1) UART ports consisting IP cores are used in 

FPGA’s  

(2) Modems  

(3) Wired communication 

(4) Bluetooth modules 

 

VII. CONCLUSION 

 UART allows the full duplex serial 

communication in RDAU’s and MDAU present in 

sub modules of a missile. It is an essential equipment 

to RDAU’s and allows them to communicate with 

sub modules of a missile, where communication can 

be achieved with other without synchronization with 

framing error detection. UART ports have receiver 

and transmitter pins as inputs and outputs used to 

control data traffic. UART increases the accuracy and 

reduces noise effects and good speed can be 

achieved. This UART protocol is widely used as an 

interface between RS232 and microcontroller. The 

main aim of designing and implementing UART 

protocol using Verilog HDL is to establish a 

simplified communication between sub modules of a 

missile consisting FPGA’s. The simulation is done 

using Vivado 2018.3 and XILINX ISE 14.6. 

simulators. The transmitter and receiver simulation 

results are achieved and depicted in the figure 9 and 

figure 10 respectively. 
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___________________________________________________________ 

ABSTRACT  

 A simple, sensitive, selective rapid Spectrophotometric method has been developed for the 

determination of Lamivudine in pure form, pharmaceutical formulations and blood sample based 

on the oxidative coupling reaction with MBTH (3-methyl-2-benzothiazolone hydrazone 

hydrochloride) reagent, at PH_4.0 which is extractable at 620 nm. Beer’s law is obeyed in the 

concentration ranges 10-60 µg ml-1 for formulations and 4-24 µg ml-1   for a blood sample.  The 

developed method was applied directly and easily for the analysis of the Pharmaceutical 

formulations and blood samples. % R.S.D was found to be 0.19148%, 0.19157% and Recovery 

99.20% to 99.78% and 99.84 respectively. The method was completely validated and proven to be 

rugged. The repeatability and the performance of the proved method were established by point 

and internal hypothesis and through recovery studies. 

Keywords:  Spectrophotometry, Lamivudine, Blood Sample & MBTH / FeCl3. 
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Synthesis and Characterization of Bio-nanocomposite Films and Their 

Antimicrobial Studies  
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___________________________________________________________ 

ABSTRACT  

Methylcellulose blended with pectin nanocomposite films were produced by a wet casting 

method. The morphological properties of methylcellulose and pectin films were characterized by 

UV-VIS spectroscopy, FT-IR and Particle size analysis. The structural, thermal properties of the 

128



National  Seminar on  ETCS-2019 

Dept.of Chemistry, Dravidian University .      DD,. 

 

56 

blended films were characterized by FT-IR, SEM and their anti-microbial activity were also 

studied by using disc diffusion method against E. Coli, Bacillus, Streptococcus aureus, Klebsiella. 

The effects of Methylcellulose and Pectin on morphological, thermal, water vapor transmission 

rate (WVTR), and mechanical properties were evaluated. The biocomposite films showed good 

water vapor barrier, thermal stabilities, mechanical properties, and anti-microbial properties. 

Keywords: Biodegradable films, Methylcellulose, Blended, Antimicrobial. 
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___________________________________________________________ 

ABSTRACT 

 

 Nitrogen-containing heterocycles with an oxygen atom are considered as an important 

class of compounds in medicinal chemistry because of their diversified biological applications. 

Isoxazole is an azole with an oxygen atom next to the nitrogen. Isoxazole rings are found in some 

natural products, such as ibotenic acid and also found in a number of drugs, including COX-2 

inhibitor valdecoxib. Furoxan, a nitric oxide donor is containing isoxazolyl group and found in 

many β-Lactamase resistant antibiotics, such as cloxacillin, dicloxacillin, and flucloxacillin.  
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SYNTHESIS AND CHARACTERISATION OF BIO-NANOCOMPOSITE FILMS AND THEIR 

ANTIMICROBIAL STUDIES 
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Abstract: 

Plastic packaging is essential nowadays.Biodegradable thermoplastic materials offer great potential to 

be used in food packaging. However, the major problem caused by non-biodegradable polymers in the end of 

life has to be minimized and eliminated by the use of biopolymers.In this paper we will present review on 

polysaccharides nanocomposites used in packaging. Nevertheless, with increasing attention and research on this 

field, it has been possible to place some strategies to overcome the problems ad recognize the solutions. This 

review summarizes some of the most used polysaccharides in food packaging applications. Finally, the future 

study will be based on replacement of nonbiodegradable materials with biodegradable materials. 

Keywords: polysaccharides, biopolymer derived membranes, microbial polysaccharide, packaging. 

1.Introduction: 

Plastics are now being used on a large scale for packaging a variety of food stuffs. Food packaging is 

essential for protection, preservation, contaminant, convenience and to increase the shelf life of food. The 

packaging material that is in direct contact with food can be in the form of bottles, trays or bags (1).Essentially 

packaging strategies result from the combination of food science, processing and preservation, once they must 

extend the shelf life of food products reducing the wastage(2). 

Plastic packaging represents almost 40% of the European plastics market and it is essential for 

processing, protecting,storing,transporting and preserving food (3,4).This success of plastics comes from the 

fact that many of them can be moulded, extruded, cast and blown in different shapes or films (4,5).The real 

success of plastics in foodpackaging industry is achieved with combination of all referred characteristics and 

their use to keep food fresh and free of contamination(6). 

This review provides an overview of the application of biodegradable polymers from renewable 

resources in packaging materials. A wide range of different polysaccharides, their properties, and their state of 

the art in research and commercial fields are described and discussed. 

2.Biodegradable polymers: 

For the polymer industry it is important to distinguish between biopolymers and biodegradable 

materials. While biopolymers are biodegradable,not all biodegradable materials are considered biopolymers.As 

examples, polycaprolactone(PCL),polyglycolide(PGA) and polybutylene succinate adipate(PBSA) are 

biodegradable materials, but not classified as biopolymers because they are produced from non-renewable 

resources (7). 

The idea of using biopolymers in packaging, to contribute to sustainable development is recognized, 

since it is possible to dispose of the plastic waste to be degraded in nature. 

3.Polysaccharides in food packaging 

Polysaccharides are most abundant macromolecules in the biosphere. These complex carbohydrates 

constituted by glyosidic bonds are often one of the main structural elements of plants and animal exoskeletons 

or have an important role in plant energy storage (8). 

            Polysaccharide based membranes have been widely used in food industry in packaging and edible 

coatings. These are more attractive due to their good barrier against oxygen and carbon dioxide and good 

mechanical properties. 

3.1. Polysaccharides obtained from plants: 

3.1.1. Starch 

Starch is the most abundant polysaccharide in plants. It is biodegradable, low cost, easy to handle and 

exhibit thermoplastic behaviour. The main sources of starch are corn, potato, tapioca. 
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Starch granules are insoluble in cold water and are composed of two typesof glucose polymers,amylose 

and amylopectin.Starch has the ability to form membranes and coatings with very low oxygen 

permeability,however its applicability as packaging material is dependent on its high hydrophilic character and 

limited mechanical properties.Research has been carried out to overcome these problems mainly by the use of 

plasticizers, which increase the mobility of chain, improves flexibility with good mechanical properties. The 

most used plasticizers are polyols such as glycerol, glycol and sorbitol (9,10,11,12). 

3.1.2. Galactomannans 

Galactomannans are neutral polysaccharides composed of β-(1-4)-D-mannose backbone with a single 

D-galactose branch linked α-(1-6),they differ fromeach other by the mannose/galactose (M/G) ratio.The three 

major galactomannans with interest in food and non-food industries are guar gum,tara gum and locust bean gum 

(13,14). 

These natural polysaccharides are commonly used in the food industry, mainly as thickeners, 

stabilizers, coating etc. The mechanical and barrier properties of galactomannan membranes and coatings are on 

the basis of their application to improve the shelf-life, safety and quality of food products. 

3.1.3. Cellulose 

Cellulose is the most abundant occurring natural polymer on earth,being the predominant constituent in 

cell wallsof all plants.Cellulose is composed of monomer, glucose under its β-D-glucopyranose form (15).Due 

to its regular structure and array of hydroxyl groups, it tends to form strong hydrogen bonded crystalline 

microfibrils and fibres and is most familiar in the form of paper, paperboard in packaging context (16,17). 

Its great interest is related with specific properties such as low density, high mechanical strength, low 

cost, durability, renewability, biodegradability, non-toxicity,biocompatibility, chemical stability, good films 

forming performance and ease of making chemical derivatives(15,18). 

3.2. Polysaccharides obtained from Animals 

Chitin and Chitosan 

Chitin is the secondmost abundant agro-polymer produced in nature.It appears naturally in the 

exoskeleton of arthropods and in the cell walls of fungi and yeasts. It is an acetylated polysaccharide composed 

of N-acetyl-D-glucosamine and is produced commercially by chemical extraction processes from prawns and 

crabs waste.Chitin can also be produced using enzyme hydrolysis or fermentation process, these processes are 

not economically feasible yet on industrial scale(19,20). 

Chitosan membranes are biodegradable, biocompatible,renewable,non-toxic and commercially 

available. Furthermore, chitosan membranes are reported as being semi permeable to gases presenting low 

oxygen permeability, essentialfor some foodpreservation,and moderate water vapour barrier(21,22,23,24). 

Despite these unique properties of chitosan membranes, much research has been done focused on their 

improvement.Adding glycerol to chitosan membranes, and applying thermos-mechanical treatment   is 

possibleto obtain a kind of thermoplastic material that grants good mechanical properties(19,25). 

3.3. Polysaccharides obtained from Algae 

3.3.1. Carrageenan 

Carrageenan is naturally occurring hydrophilic, anionic sulphated linear polysaccharide extracted from 

red seaweeds, specifically from Rhodophyceae family(26,27).Carrageenan is approved as food grade additive, 

and it has been used mainly as emulsifier and stabilizer in flavoured milks, pet food, dietic formulas, dairy 

products and infant formulas (28,29). 

Carrageenan is also used to produce edible films and coatings, though the reports about its application in 

coatings are much more common.Carrageenan edible films and coatings and their blends with other polymers 

were reported to be used in food to preserve fresh cut fruits, by reducing moisture loss and decreasing gas 

exchange,as well as preventing the discoloration and maintaining texture (30,31). 

3.3.2.Alginate 

Alginate is a linear polysaccharide that is abundant in nature and is synthesize by brown seaweeds and 

some soil bacteria.It has an anionic character and is water soluble, consisting of monomeric units of 1-4-linked 
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α-D-mannuronate(M blocks) and β-l-guluronate(G blocks),as well as segments of alternating mannuronic and 

glucuronic acids(MG blocks).The physical properties of alginates  depends on the relative proportion of these 

three blocks, which are directly related with the extraction source(32).They are appealing film forming 

compounds because of their biodegradability, non-toxicity, biocompatibility and low cost.Sodium alginate is the 

most used in industry and was the first by-product from algal purification(20,27). 

3.4.Polysaccharides obtained from Microorganisms 

Several polysaccharides with film forming ability can be produced by microorganisms(yeast,fungus or 

bacteria) such as pullulan,gellan gum, xanthan gum, fucopol,bacterial cellulose or bacterial alginates. 

3.4.1. Pullulan 

Pullulan is a linear, water soluble and neutral exopolysaccharide,constituted mainly of maltotriose units 

connected by α-1,6 glycosidic units and produced by yeast like fungus Aureobasidium pullulans using a variety 

of feedstocks containing simple sugars(17). 

Pullulan is biodegradable,non-toxic,tasteless and odourless.It can be used as food additive, ass 

flocculent agent or even as blood plasma substitute,beyond filmforming agent.Pullulan membranes are 

edible,homogenous,printable,transparent,flexible,heat sealable, and good barriers to oxygen(33,34,35).However 

they are water sensitive and mechanically weak(36,37).These properties,and fact of pullulan membranes inhibit 

fungal growth,make them a good material for food applications. 

3.4.2. Gellan gum 

Gellan gum is an anionic water-soluble exopolysaccharide, producedby Sphingomonas elodea,also 

known as Auromonas elodea or Pseudomonas elodea.In food industry,gellan gum is usually used as additive, 

however the applications of gellan gum may also be extended to membranes and coatings for food industry. 

These membranes and coatings offer advantages, essentially due to their ability to reduce oil absorption by 

providing an effective barrier.In batters,for example, product crispness is maintained long after frying or 

baking,which helps to maintain product quality under heating lamps (38). 

 

3.4.3.Xanthum Gum 

Xanthum gum is an exopolysaccharide produced by Xanthomonas campestris using glucose and 

sucroseassole carbon source. Xanthan is water soluble and non-toxic.It imparts a high viscosity at low 

concentrations in aqueousmedia,with a strong shear-thinning behaviour. The rheological propertiesofxanthan 

solutions are quite stable in a widerange of pH,ionic strength and temperature values(39,40). 

Xanthan gum has been used in a widevariety of industrial applications, suchas food, cosmetic, 

pharmaceutical, textile, petroleum production.In food industry, it is mainly use as additive.Thus far, there is not 

much information about xanthan membranes for food packaging,may be caused by the current high cost of 

xanthan production(41). 

3.4.4. Fucopol 

Fucopol is a high molecular weight exopolysaccharide produced by Enterobacter A47 using glycerol 

by-product from biodiesel industry as carbon source.  This biodegradable,anionic, water soluble 

heteropolysaccharide is composed by fructose,maltose,glucose,glucuronic acid and acyl groups, which account 

for 12-18wt% of the fucopol dry weight(42,43,44). 

Fucopol production at lab scalehas shown productivities and yieldscomparableto other commercial 

microbial bacterial polysaccharides,such as xanthan and gellan (39). Although this polysaccharide is not 

commercially available yet,the scale upof its production is being developed. 

4.Coclusions and Future Perspectives 

In this work, the state of the art on polysaccharide based membranes use for food packaging 

applications was revised. Intensive academic and industry research is being carried out to find new and 

improved polymers to obtain biopolymers that may replace the conventional synthetic and non-biodegradable 

ones as packaging material. 
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Abstract—Individuals inside the cutting-edge times 

are occupied with genuine issues at hand and they 

don't have even one moment to squander. They battle 

to reduce their regular work by utilizing standard 

gadgets like Desktop Computers and Laptops, 

moreover further developed gadgets like cell phones 

and PCs. To improve the versatility and utility people 

will in general cut back the size of the gadgets. In this 

way the greater part of the cell phones and hand-held 

gadgets contain tiny keypads. Some of the people who 

utilize such a device think that it’s hard to see the 

letters on the console. With a cell phone, a full-size 

physical keypad isn't perfect. Yet, options are 

accessible as written recognition, speech recognition 

and so forth but every one of them has severe short 

comings on the exactness and accommodation of a 

full-size keypad. This paper displays an imaginative 

virtual keyboard to beat the previously mentioned 

issues, which may be a feasible swap for fold-up 

keypad. The proposed device basically dependent on 

the vision based human-PC cooperation concept, 

image capturing and image processing technique that 

contains virtual keys similar to the size of 

conventional keys inside the ordinary QWERTY 

keyboard. This device comprises of 2 fundamental 

modules, in particular, Image Capturing, Character 

Identification and Mapping. The final product of the 

virtual keyboard project was a cost-effective, easy to 

understand and transportable virtual keyboard, that 

sends typed characters to any display device.  

 
Keywords—Interactive Surface, Virtual Keyboard, 

Image Capturing, Image Processing. 

 

I.  INTRODUCTION 

 

As the interest for processing condition 

advances, new human-PC interfaces have been 

actualized to give various connections among 

clients and machines. By the by, the reason for 

most human-to-PC communications remains the 

binomial console/mouse. We are exhibiting here a 

cutting-edge innovation, which is the Virtual 

Keypad. As the name makes it obvious the virtual 

keypad has no physical appearance. Virtual console 

is an application which virtualizes equipment 

console with various formats consequently 

enabling client to change the design dependent on 

application. With different layouts hence allowing 

user to change the layout based on application. For 

example, client can choose diverse language for 
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editorial manager or select a particular format for 

gaming applications. Client can even plan his very 

own design in hardware variant. 

Ancient QWERTY keyboards occupy a 

comparatively large area and offer little in terms of 

enhancements [12]. Nowadays wireless keyboards 

are well-liked and are really popular. These 

keyboards provide a more robust feel and are more 

economical. Presently the keyboard technology has 

become static (remained the same) and their 

interactivity and usefulness would increase if they 

were created to be more dynamic. Varied on-screen 

virtual keyboards have been developed however it's 

troublesome to facilitate full sized console on the 

display because it creates obstacle to envision the 

papers being typewritten. Another major hindrance 

with on-screen keyboards is that they cannot be 

customized to suit various needs. Though 

alternative sorts of Virtual Keyboards exist; by 

utilizing technologies like 3D cameras. Owing to 

this, a sensible execution of such keyboards isn't 

possible. The Virtual Keyboard that we tend to 

introduce uses solely a regular internet camera, 

with no extra hardware.  

In view of changes and advancements of 

small cameras in a few electronic devices, human 

pc interface scientists have explored the 

opportunity of executing a console style interface 

utilizing a camera as alternative for real console 

hardware. A webcam watches the client's hands, 

which lay on a level surface. The webcam may 

watch the hands from over the surface, or at 

associate degree angle. The virtual console's 

package examines those images in period to see the 

arrangement of keystrokes picked by the client. 

This innovation has numerous applications: in 

certain nations (for instance, India), people speak a 

few distinct dialects that make fabricating physical 

consoles for a few unique demographics infeasible. 

A webcam-based console will basically bolster a 

few dialects, Smart-phone or tablet clients may at 

times wish to utilize a full-sized console with their 

gadget, anyway as a general rule it is all around 

improbable to convey a physical console wherever 

an individual goes. Since most cell phones come 

outfitted with a camera, a camera-based console 

which uses a product code to investigate the clients 
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input content and after that shows yield keystroke 

may give a product-based goals for this issue. 

II.  LITERATURE SURVEY 

 

Keyboards are required in various 

computerized zones. Not just cell phones need a 

virtual keypad, additionally gadgets which make 

virtual zones, for instance computer generated 

reality or increased reality glasses, need to give 

content info potential outcomes. 

In [1], a novel Interactive Projection 

System (IPS) was recommended, which allows 

bare fingers for touch detection on regular planar 

surfaces (e.g., desks, flat surfaces), with a single 

camera module and a pattern projector. The 

problem in uncovered finger contact recognition is 

getting back the contact data just from the 2-D 

picture grabbed by the webcam. The graphical UI 

(GUI) key is anticipated superficially and is altered 

by the finger while pressing it, and there is a 

critical positive connection between the key's 

bending and the finger's position relative to the 

surface. In this way, a novel, quick, and simple 

method was proposed which exploits the key's 

bending to recognize any contact between the 

finger and the surface. The proposed touch 

identification method is performed in three phases: 

1) area of intrigue extraction through a 

homography mapping, by which the computational 

intricacy of the accompanying procedure is 

decreased; 2) the key's deformation discovery 

utilizing a unique edge location method, which 

considerably lessens the mistakes because of the 

impact of the finger's shadows and edges and 3) 

contact judgment by the key's deformation. A few 

innovations (e.g., virtual console, control point 

seeing), which utilize the proposed touch location 

technique dependent on the keys, are described in 

this paper. An assessment is done on the virtual 

console and the outcomes exhibit that the proposed 

methodology can recognize uncovered finger 

contact continuously with the incorrect location 

rate of 1.00%, false identification rate of 2.08%, 

and contact recognition rate of 96.92% at the run of 

the mill anticipated separation. 

The aim in [2] was to execute a virtual 

console utilizing picture examination strategy, in 

particular, shadow analysis. This framework was 

actualized by utilizing one low-cost webcam which 

is fit for the purpose and catches RGB pictures of 

the client's fingertips, which come in contact with a 

designed surface or a console layout so as to 

distinguish a keystroke. In view of this data and an 

underlying alignment picture of the console layout 

the framework creates a discrete succession of 

keystrokes that can be utilized to type or control 

other programs. Recognizing the client's keystrokes 

implies playing out the accompanying two 

undertakings:  

(i) Detecting the client's fingertips.  

(ii) Determining the shadows in an area of 

every fingertip.  

Changing the picture coordinates of any 

contact location to console arranges. Shadow 

analysis requests solid suppositions about the 

lighting and hand locations that will show up in 

virtual console pictures. Tragically, these 

assumptions are not really compensated with 

trustworthy execution. There were comparable 

troubles with fingertip ID. Both curves and angles 

form point procedures which can acceptably 

distinguish secluded fingertips, yet don't convey 

trustworthy execution when two fingers are 

converged into a solitary district or when one 

finger impedes another. Either method is inclined 

to allotting false-positives to finger-like items, 

especially knuckles. A really helpful virtual 

console dependent on shadow examination couldn't 

in any way, shape or form be fused into a current 

versatile working innovation. To accomplish far 

reaching appropriation, such an innovation must 

have a far lower error rate and a lot fewer lighting 

prerequisites.  

In [3] proposed topology, a camera is 

mounted over any desired location. But the only 

criteria are that the camera should focus the entire 

keyboard layout and it comes to five important 

processes and they are, 1. Image Acquisition, 2. 

Interrupt Detection from Frame Sequence, 3. 

Finger Extraction using Threshold Algorithm, 4. 

Finger Tip Analysis by Edge Detection Method and 

5. Key Extraction. The following are the drawbacks 

of this implementation. 

1. Performance: By utilizing Java Media 

Framework as the stage makes the virtual 

console essentially slower and more memory-

devouring than locally assembled languages, 

for example, C or C++. 

2. User Interface: The regular view of GUI 

applications written in Java utilizing the Swing 

toolbox is altogether different from local 

applications. 

3. Wastage of RAM: The java compiler allocates 

the memory in RAM to the program before the 

runtime, i.e., that is static allocation of memory 

is done. This might cause wastage of RAM 

resources and in turn cause the system to 

become much slower than is desired. 

Blob Analysis as described in [4] is a 

basic strategy of machine vision dependent on 

investigation of predictable picture areas. All things 

considered it is a device of decision for 

applications in which the items being examined are 

obviously perceivable from the foundation of HSV 

model. HSL represents hue, saturation and 

lightness and is regularly likewise called HLS. 

HSV represents hue, saturation and value, and is 

likewise regularly called HSB (B for Brightness). 

A third model, basic in PC vision applications, is 
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HSI, for hue, saturation and intensity. The image is 

blurred with increasing standard deviations. The 

difference between two successively images from 

video feed using back- ground subtraction method 

and the results are then stacked up. The movement 

of object will be captured and that object will be 

detected by the BLOB. The following are the 

disadvantages associated with this method of 

implementation. 

1. Difficult for amateurs: If the client does not 

have programming background in C++. 

2. Documentation is weak: In C++ programming 

language the documentation is not up to the 

mark. Now and then you need to have a decent 

comprehension of the method, and really read 

the code, on the grounds that the documentation 

does not generally clarify what the parameters 

imply and how they influence the result. The 

documentation does not generally accompany 

test code, and that makes it harder to get it. 

3. Small machine learning library: A PC vision 

engineer every now and again needs many 

machine learning methods. This has a little 

arrangement of AI calculations contrasted with 

the functions accessible when you are utilizing 

Python. 

4. Visualization and troubleshooting: Debugging 

and picturing is troublesome in C++. This is 

particularly valid in the event that you are 

thinking of another method starting with no 

outside help. As this means you can’t refer to 

previously written code in case you come 

across any errors while compiling the program 

or any bugs while executing the program. The 

user needs to have an in-depth knowledge of 

C++ to be able to do this. 
Based on the extensive research done on 

this subject matter it could be concluded that the 

virtual keyboard implementation could certainly be 

improved and the benchmark can be raised to a 

higher level. This can be achieved by updating the 

system and using better hardware with the ever-

increasing performance of micro-processors and 

enabling the system with the image processing 

libraries of python. 

III.  PROPOSED SYSTEM 

 

Every new invention and innovation start 

out as an idea which has to conceptualized and then 

realized. The idea of converting hand movements 

in the 3D space into actual meaningful data which 

could be correlated and used to type characters is 

very intriguing and proved quite challenging. In 

order to bring about and execute this idea we began 

by thinking what kind of hardware would support 

this system while being as small as possible. Once 

we figured out that the raspberry pi was the 

obvious choice next, we started to consider the 

tools that would enable us to realize this idea both 

hardware as well as software. The versatility 

offered by python3 and OpenCV in conjunction 

apart from being freeware seemed to offer the best 

solution to realizing it. 

1. We depict the picture examination strategies 

used to change over the client's surface-

contacts into keystrokes. Best in class camera 

based virtual console plans are executed 

utilizing a grouping of picture investigation 

strategies.   

2. The framework's camera takes a picture "I" for 

processing. By doing skin segmentation on "I", 

we acquire a threshold picture with a locale 

"H" indicating the fingertips in the frame. 

3. "H" is broken down to decide the areas of the 

client's fingertips. The reference recorded 

above decides the contours which converts 

these values to parameters which indicate the 

limits of "H" [7]. They translate fingertips with 

the focuses on the contours that enhance 

certain geometric values (for instance, shape). 

We observe two of these geometric methods to 

deal with finding the fingertips and look at 

their execution. 

4. Given the evaluated fingertip locations, one 

must ascertain which fingertips are coming 

into contact with the console's keys. 

5. To guide contact focuses to key presses, we 

expect the keys of the virtual console are 

portrayed as a regular quadrilateral. We expect 

the format of the console is informed at 

assembly time and the console layout has 

control focuses from which we can infer a 

point of view adjustment change [8]. At that 

point we convert the console space directions 

of the touch focuses to key presses.   

 
Figure 3.1: Block diagram of the proposed 

system 

After contour detection is done, the 

compute module is able to determine which 

character is being pressed relying upon the zone 

change of the form. The edge estimation should be 

appropriately balanced with the goal that the 

framework can effectively, precisely and reliably 

determine which character is being composed. 

After extensive experimentation the ideal 

estimation of the limit form region was observed to 

be 100 units. When the zone traverses this limit the 

framework recognizes it as a key being squeezed. 
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Algorithm 

1.  For the input live stream a steady audiovisual 

input is acquired from the camera in 

conjunction to the Raspberry Pi. A camera 

driver software (API) is utilized for this 

purpose.  

2. Image capturing happens at standard periods of 

time (around 10 times each second), the 

present edge from the video is duplicated from 

one picture to another wherein we can observe 

and control the pixels. 

3. Pre-Processing: An image handling method is 

utilized on the grabbed frame to enhance it for 

further handling. Here we either obscure the 

picture on the off chance that it could be 

excessively crisp. Otherwise we hone the 

picture in the event that the input stream is 

excessively obscured. Consequently, either 

honing or Gaussian blur method is utilized 

dependent on the nature of the feed. 

4. Selective RGB: The pixels in the grabbed 

frame are sifted depending on the core 

components Red, Green and Blue parameters 

in the frame and the limit values for these 

parameters are determined. 

5. Converting RGB image to HSV model: HSV 

is an abbreviation for Hue, Value, and 

Saturation. Hue speaks to shading type. It very 

well may be portrayed in term of point on the 

above circle [9]. Saturation speaks to dynamic 

quality of shading. Value speaks to splendor of 

shading. Converting the coloured or normal 

image into this model makes it easier for the 

system to then threshold the image. 

6. A basic histogram for each and every symbol 

is built. Histogram is the recurrence of mean of 

the pixels (which will be either totally dark or 

totally bright in the wake of Thresholding). 

7. Various advances in pattern matching and 

pattern recognition are utilized and connected 

to coordinate the example being put away and 

perceive the accurate example with the 

information given by client. 

8. The result which is in the form of a keystroke 

utilizes the machine learning API, the yield 

keystroke is examined, which is then produced 

on the designated gadget. 

Flowchart 

To begin with, the virtual keyboard 

hardware is setup. The camera is slanted so that the 

keyboard setup is visible properly without any 

distortions and the webcam is focused correctly. 

The users hand motion is constantly captured by 

the webcam which sends this information to the 

Raspberry Pi through the link. The image handling 

software at that point makes an interpretation of the 

RGB picture into a threshold picture which makes 

it less complex for the framework to perform 

further processing on it. After the processing the 

system determines the contours of the user’s finger, 

which is tracked and depending on the area of the 

contour judges that a specific character has been 

typed. Once the threshold value crosses 100 units 

the system determines that as the user’s finger 

touching the surface. When this is done the 

character, which is composed is then shown on the 

screen. After this procedure is done the framework 

at that point checks for the following character to 

be entered. On the off chance that there is no other 

character to be entered, at that point the procedure 

arrives at an end. 

The virtual keyboard implementation 

flowchart is shown in the figure 3.2. 

 
Figure 3.2: Flowchart of the Proposed System 

A. Fingertip Detection  

The initial phase in Image Processing 

includes assessing the areas of the fingertips (in 

picture space) with the assistance of the webcam. 

Given this geometrical information, we can utilize 

two methodologies for finding the fingertips in an 

image as visible in figure 3.3. The principal 

approach is to ascertain the exact contours, and 

corelate fingertips with coordinates. The second 

methodology is to ascertain the angles at which the 

fingertips are with coordinates [10]. Normally, 

each methodology requires processing of the 

grabbed frame by the webcam for distinctive 
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algorithms to be viable and utilized. In any case, in 

every one of these methodologies image 

segmentation is done. Image segmentation is the 

method which parcels a complex picture into 

discrete but simpler fragments. The objective of 

this is to improve and additionally change the 

portrayal of a picture into something that is 

increasingly significant and simpler to examine. 

After it has been completed a picture histogram is 

created. A picture histogram is a sort of data 

representation method that portrays the tonal 

dissemination in a computerized picture in the form 

of a graph. It graphs the quantity of pixels for 

individual tonal parameter [12]. By taking a glance 

at the histogram for a particular picture an observer 

will most likely be able to assimilate whole tonal 

conveyance. 

 

Figure 3.3: Fingertip detected, indicated by the red 

dot 

B. Touch Detection 

In this step of preparing, we give the 

evaluated co-ordinates of the fingertips as info and 

the yield is information containing data about 

which of those tips are assessed to be in contact 

with the interactive surface on which the keyboard 

layout is placed.  

 
Figure 3.4: Shadow Analysis example 

We can utilize a technique known as 

shadow analysis to take care of this issue of 

identifying when the hand is in contact with the 

plane (work area). The initial phase in shadow 

analysis aims at removing the dark pixels of the 

hands from the picture. We achieve this by 

thresholding the picture [11]. The outcome is built 

up in the wake of inspecting a few test pictures to 

investigate which fingertip is nearest to which key. 

We will in general look at a square of 20×20 pixels 

in the area of 'p' inside the parallel picture 'S'. On 

the off chance that level of dark pixels inside the 

area is lower than a standard predefined rate 's'. 

There is a fixed lower and upper limit of this 

threshold which determines when contact has taken 

place. These limits are shifted till the correct limit 

is found for accomplishing highest precision 

possible. 

C. Mapping Touch Points to Keystroke 

The preceding steps of operations yields a 

database of coordinates that gauge where the hand 

has interacted with the layout of the console. In this 

step, we depict how we decipher those image-space 

coordinates to rectilinear coordinates, and 

afterward to real keystrokes, rectifying for point of 

view [5]. Our framework accepts the format of the 

keyboard and it is comprehended at beforehand 

which the coordinates are sorted out inside a 

parallelogram of pre-determined dimensions. Our 

final layout would comprise of a parallelogram 

framework with keys, as described in Figure 3.5. 

We assign the 4-the board point's e0, e1, e2, e3. Each 

point has the accompanying co-ordinates ei = (ai, bi, 

ci) inside the plane of the layout. We expect the 

webcam is put at a separation of d, and do the 

majority of our operations in this picture space [6]. 

To reduce effort, we expect the majority of our 

dimensional values have the same units. To get the 

coordinates of the control-points in picture space, 

we begin by thresholding the picture which is 

frame grabbed at the beginning of procedure.  

The output thresholded image has four 

connected elements, we consider that the keyboard-

layout is placed in order that the vectors e1−e0 and 

e2−e3 are parallel to the coordinate axis with 

dimension w and therefore the matrix e3− e0 and 

e2−e1 are orthogonal to the coordinate axis, with 

length h.  The subsequent threshold picture has four 

associated components, we expect that the 

keyboard layout is adjusted all together that the 

vectors e1−e0 and e2−e3 are parallel to the facilitate 

hub with length w and accordingly the vectors e3− 

e0 and e2−e1 are opposite to the arrange pivot, with 

length h. These picture space co-ordinates are 

observed alongside the location of the fingertip 

which brings about distinguishing which key has 

been touched and the subsequent keystroke is then 

shown display screen [6].  The figure 3.5 is really a 

square shape when it’s put on the desk yet in this 

model when the camera is slanted at a point the 

square shape appears to be a parallelogram. On the 

off chance that the camera is put vertically directly 

over the work area, at that point it shows up as a 

legitimate square shape. 

 
Figure 3.5: An example of the keyboard mat, 

under perspective projection 
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The implementation of the project design can be 

divided in two parts. 

1. Hardware which includes the interfacing of the 

Raspberry Pi with the USB webcam. 

2. Firmware which constitutes the python code 

which utilizes the image processing libraries of 

OpenCV. 

 

IV.  CONCLUSION AND FUTURE SCOPE 

 

In contrast to the past fundamental 

keyboard, Virtual Keyboard has rather more focal 

points for personalization, accommodation, and 

suitable for specific situations. For people with 

handicaps and uses where a few fast keystrokes are 

required Virtual keyboards can be of incredible use. 

This console is one of only a handful not many 

which utilizes microcomputer to actualize the 

capacities unlike the numerous virtual keyboards 

currently accessible in market. The exactness and 

precision of keys has been tried completely. In 

view of this we unquestionably reached a 

conclusion that this usage is effectively achievable 

and useful.  

The genuine use of this notion would be in 

creating virtual consoles for cell phones, which 

could empower us to utilize a full measured 

QWERTY console without the requirement for 

extra occupying area or equipment. Also, the VK 

can be utilized for applications in virtual reality in 

the entertainment sector, 3D demonstrating and so 

on. In a nation like India, which has a rich store of 

dialects, a Virtual Keyboard can be utilized to 

accommodate multiple languages, by simply 

remapping of characters, with no adjustment in 

equipment. This can make consoles financially 

practical and can support multiple languages. At 

last, such a console makes the likelihood of 

creating particular consoles without extra 

consumption. 
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Abstract-This research paper present a unique approach of 

Image primarily based steganography method wherever 

pseudorandom sequence generators operate is employed to 

randomize the mapping sequence in an exceedingly 

pseudorandom fashion. The embedding method of the key 

message is completed per the pseudo-random sequence, and 

extraction is completed exploitation identical sequence at the 

opposite side. At the bottom level, 2D-DCT is employed to cover 

the bits of secret message within the stego image by exchange the 

LSBs of DCT coefficients. Since in previous paper the LSB 

substitution technique is already used, here during this paper the 

previous concept is extended and used DCT rather than LSB 

technique. a replacement text randomization algorithmic rule (4-

2 swap text randomization algorithm) is additionally accustomed 

modify the key message before embedding. 

Keywords – Steganography, Security, DCT, Pseudorandom. 

I. INTRODUCTION 

Steganography is the art as well as the science of 
concealing info into another covering media in such the 
simplest way that no-one except the supposed recipient is 
aware of concerning the key message and retrieve it. 
Steganography (means ―covered writing‖ in Greek) is 
Associate in nursing previous art that has been used since the 
golden age of Balkan country wherever some practices were 
recorded like: writing a message on a wood table then 
covering it with wax. different techniques use invisible ink, 
microdots, changing channels and character arrangement. 
Steganography may be a form of cryptography within which 
the key message is hidden in a very digital image. 
Steganography differs from Cryptography within the sense 
that wherever cryptography focuses on keeping the contents of 
a message secret, whereas steganography focuses on keeping 
the terribly existence of the message secret [1-3]. 

Various image primarily based steganography 
methodology specifically LSB (least-significant-bit), 
PVD(pixel-value differencing), GLM(gray level modification) 
and also the methodology projected by Ahmed et al. has been 
in brief mentioned within the following section. 

A.   Data Hiding by Least Significant Bit (LSB) 

The most standard and common techniques is predicated 
on manipulating the least-significant-bit (LSB) [9], [10] and 
[11] planes by directly replacement the LSBs of the cover-
image with the message bits. LSB methods generally come 
through high capability however unfortunately LSB insertion 
is susceptible to slight image manipulation like cropping and 
compression. 

B. Data Hiding by Pixel Value Differencing Method 

Another method proposed by Wu and Tsai, the pixel-value 
differencing (PVD) method can successfully provide both high 

embedding capacity and outstanding imperceptibility for the 
stego image. Based on PVD method, various approaches have 
also been proposed. Among them Chang et al. proposes a new 
method using tri-way pixel-value differencing. 

C.  Data Hiding by GLM 

In 2004, Potdar et al. [11] proposes GLM (Gray level 
modification) technique which is used to map data by 
modifying the gray level of the image pixels. Gray level 
modification Steganography is a technique to map data (not 
embed or hide it) by modifying the gray level values of the 
image pixels. 

D. Data Hiding by the Method Proposed by AHMAD et al. 

In this work a novel Steganography technique for 
concealing data among the abstraction domain of the grey 
scale image has been planned. The planned approach works by 
dividing the quilt into blocks of equal size and so embeds the 
message within the fringe of the block reckoning on the 
quantity of ones in left four bits of the pixel. The paper has 
been organized in some sections. Section i discussed a short 
introduction and a discussion on the related works in the 
relevant field. Section II outlined concerning some 
steganographic strategies. Consequent section III delineates 
the planned procedure. Section IV delineates the general 
procedure via associate degree example. Next section V of the 
paper is concerning analyzing the experimental result. The last 
section VI concluded on the research paper.  

II. STEGANOGRAPHIC METHODS 

There are mainly three ways to hide a digital message in a 

digital cover [5][7][8][9]. 

A.  Injection 

Data injection embeds the key message directly within the 
host medium. The matter with this sort of embedding is that it 
always makes the host file larger, and so the alteration is less 
complicated to observe. 

B.  Substitution 

Normal information is replaced or substituted with the key 
information. This typically leads to little or no size 
modification for the host file. However, counting on the sort 
of host file and also the quantity of hidden information, the 
substitution technique will degrade the standard of the first 
host file. 

C.  Generation of New Files 

A cover is generated for the sole purpose of concealing a 
secret message. A sender creates image of one thing innocent 
that may be passed to receiver; the innocent picture is that the 
cover that has the mechanism for transference the message. 
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Digital images will be dealt in two totally different 
domains. One is that the abstraction domain, wherever the 
image is taken into account because the two dimensional array 
of pixels oriented in an exceedingly table format.  On the 
opposite hand, within the frequency domain, Images are 
thought of as the digital signal transmitted through the 
physical media. Another method proposed by Wu and Tsai, 
the pixel-value differencing (PVD) method can successfully 
provide both high embedding capacity and outstanding 
imperceptibility for the stego image. Based on PVD method, 
various approaches have also been proposed. Among them 
Chang et al. proposes a new method using tri-way pixel-value 
differencing. During this research paper 2d discrete 
cosinetransform (2D-DCT) technique [6] is employed rather 
than Least significant Bit (LSB) substitution technique as the 
basic hiding technique [4]. 

III. THE PROPOSED SCHEME OF STEGANOGRAPHY 

In this paper a replacement image primarily based 
steganography scheme is presented within which both the key 
message yet because the cover image is split into a number of 
small but equal sized segments [4]. once that segmentation, 
separate segments of the key message are embedded by using 
LSB technique at the DCT coefficients of those image 
segments, however a selected section of the cover image for a 
selected section of text is chosen in an exceedingly pseudo-
random fashion. This technique makes the embedding or 
insertion method tough, however imposes additional security 
[4]. Analysis might facilitate to discover that steganography 
has been silent on the cover image, however attackers can't be 
able to extract the key message from the cover image without 
knowing the parameters employed in this method. 

A.  Embedding Method 

 This new steganography technique is block mapping 
technique. The complete Steganography method has two 
components. One half is to insert or hide the key text message 
within a canopy image, desirable coloured image. This method 
is completed at the sendingend. Another half is employed at 
the receiving end to extract the first secret text message from 
the stego-image. 

STEP 1: 

The secret message is taken as the primary input. This is 
the secret message to be hidden inside the cover image. Total 
number of characters (Ch) of the secret message is counted. 

STEP 2: 

A unique integer number named Threshold (T) is 
calculated through a novel message digest mechanism. It takes 
a one-time password, a set Key (For advanced security 
purpose) and therefore the secret message as input. looking on 
the total range of characters and therefore the strength of 
password, Threshold is calculated. 

STEP 3: 

This Steganography algorithmic rule segments the entire 
text into some equal sized blocks known as Cells containing 
equal range of characters. The size of e a c h cell (denoted as 
C) depends on the amount of characters within the secret 
message and therefore thevalue of Threshold. the dimensions 

is calculated by adding the digits of the full range of characters 
(Ch) within the text and Threshold (T) i.e. the amount of 
character per cell or size of cell denoted by 

                     𝐶 = 𝑠𝑢𝑚 𝑜𝑓 𝑑𝑖𝑔𝑖𝑡𝑠 𝑜𝑓 𝐶ℎ + 𝑇                       (1) 

STEP 4: 

To calculate the entire range of Cell(s) (denoted by CT), 
divide the entire no of characters (Ch) by the size of each cell 
(denoted as C).the size of every cell(C) might not always be 
an element of the entire range of characters (Ch). thus take the 
ceiling value of the result and add some redundant bit(s) when 
the last character of the last cell to equalize it with others. 
Spaces, dots or any other image are often accustomed fill the 
amount of required characters in each cell. Total numbers of 
cells are calculated by 

                                𝐶𝑇 = [𝐶ℎ
𝐶⁄ ]                              (2) 

STEP 5: 

By considering each character is consisting of 7 bits 
(ASCII values), total number of bits (b) in a cell is calculated 
by multiplying the size of cell (C) with 7. Each bit requires a 
LSB of 2D-DCT coefficient of each logical block of the cover 
image for embedding purpose. To hide a cell containing text 
required C×7 bits. 

STEP 6: 

This calculation depends on stowing away of content into 
measure up to estimated square pieces of cover picture. That 
implies, the cover picture must be partitioned or portioned into 
various equivalent estimated consistent square pieces. Each 
intelligent piece will shroud a specific cell of content. As in 
light of the fact that the measurement of each consistent piece 
of picture is square, discover the square foundation of b and 
get the entire number closest and bigger than square base of b. 
This number gives the measurement of each sensible piece of 
picture that conceals a unit of content, i.e. right roof of 
foundation of b: 

                                              𝐷 = ⌈√𝑏⌉                             (3) 

STEP 7: 

The measurement is then ascertained as D × D. This is the 
measure of each square formed legitimate piece of the cover 
picture and 2D-DCT is connected on each of those pieces. To 
make the concealing procedure fruitful, D × D must be more 
noteworthy than or equivalent to the quantity of bits in a unit 
(b), i.e. 

                            𝐷 × 𝐷 ≥ 𝑏  or  𝐷2 ≥ 𝑏                             (4) 

STEP 8:  

A general limitation is determined to the measurement of 
the cover picture, for example, cover picture must be a 800 × 
600 picture. That implies width of the cover picture W is 800 
pixels and tallness H is 600 pixels. D is the measurement of 
each legitimate square piece. Subsequent to isolating tallness 
and width of the cover picture by D, and overlooking the 
partial piece of the outcomes, figure M = H/D and N = W/D. M 
and N are the quantity of intelligent divisions alongside 
tallness and width of the photo and length of every division is 
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D. The aggregate number of consistent squares of picture 
indicated by B = M × N, where B is add up to number of 
Cells. B must be more noteworthy than CT, i.e. B > CT 

             𝑀 = 𝐻 𝐷⁄  and  𝑁 = 𝑊 𝐷⁄    and   𝐵 = 𝑀 𝑁⁄         (5) 

STEP 9:  

In this progression, the whole cover picture is fragmented 
into B number of legitimate square pieces. On each of those 
legitimate D × D square pieces, 2D-DCT is connected and 
coefficients are ascertained.  

STEP 10: 

After division of the cover picture into B number of 
intelligent squares, relegate some particular block(s) to shroud 
the mystery message of a specific cell into it. This task of 
square number is done in a pseudo-arbitrary design utilizing a 
stomach related mapping capacity. Mapping is done in 
pseudo-arbitrary mold so that amid extraction, a similar 
pseudo-irregular grouping can be created, yet it will be hard to 
foresee any example of mapping. The mapping capacity relies 
upon size of Cell(C), Threshold (T) and aggregate number of 
Blocks (B).  

                         𝐵𝑖 = 𝐹𝑚𝑎𝑝𝑝𝑖𝑛𝑔(𝐶, 𝑇ℎ𝑟𝑒𝑠ℎ𝑜𝑙𝑑, 𝐵)          (6) 

To create a pseudo-arbitrary succession that will indicate 
the specific locales for every unit of content, area recognizable 
proof numbers or district ID number, likewise called as piece 
numbers must be remarkable, whatever the quantity of squares 
ought to be. Another confinement must be kept up here which 
is the upper bound of the produced number. The qualities must 
not surpass the aggregate number of squares (B). This suggests 
the capacity must be a modulus capacity of B or (B+1). To 
produce the pseudo-arbitrary grouping having adequate spaces 
between the numbers with the goal that likelihood of getting 
covered or to maintain a strategic distance from crashes 
between those numbers, a base separating is presented by 
including energy of C and Threshold esteem. Exploratory 
outcome demonstrates that the mapping capacity works best if 
the articulation will be as per the following:  

                   𝐵𝑖 = [(𝑇𝑖 × 𝐶𝑖)𝑚𝑜𝑑(𝐵 − 𝑖)] + 𝑖                  (7) 

Where i =1,2,3… CT. Bi is a pseudo-arbitrary number created 

for a particular estimation of CTi. Bi is the square number of 

unit number CTi.  

STEP 11: 

Every unit of content is changed over to bit stream and 
afterward the bit stream is randomized utilizing another 
randomization system called ―4-2 swap content 
randomization method‖. Utilizing this randomization strategy, 
the randomized grouping can be changed over again into the 
first arrangement. The capacity likewise takes Threshold and 
Passkey as contribution for doing randomization. This makes 
the procedure one time and solid.  

STEP 12: 

Subsequent to doing this randomization of the bit-stream, 
inserting of the mystery message is finished by supplanting the 
LSB of each DCT coefficient of each chose intelligent piece 
of cover picture.  

STEP 13: 

The stego-picture in the change area is then changed over 
into the spatial space by applying IDCT. The stego-picture got 
is like the cover picture and the contrast between the two 
pictures is not recognizable by the human eye [6]. This picture 
is really transmitted to the goal over the open and unreliable 
channel. Fig1 delineates the infusion technique for the mystery 
message inside the cover picture. 

 
Fig. 1. SP-AM algorithm of embedding of secret message 

B. Retrieval Method 

The recovery of the mystery message from the stego-
picture is finished by following a similar calculation 
connected for installing the mystery message. Every one of the 
means depicted before are rehashed for the stego-picture at the 
less than desirable end with the exception of the IDCT 
technique, on the grounds that there is no compelling reason to 
change over the picture from change area to spatial space. 
After the division of the picture, 2D-DCT is connected on the 
stego-picture [6]. At that point LSBs are separated from the 
DCT coefficients of each intelligent square. After extraction of 
the whole piece stream of the mystery message, the ―4-2 
swap‖ randomization work is connected on it.  

 

Fig. 2.SP-AM algorithm of retrieval of secret message 

As this capacity is a reversible capacity, it re-organizes the 
bit stream into its unique grouping. Presently from this bit 
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stream, the mystery message is produced. Fig 2 demonstrates 
the recovery strategy for the mystery message from the cover 
picture. 

C. Utilization of 2D-DCT on Cover Image  

The essential thought to shroud data in the recurrence area 
is to modify the size of the majority of the DCT coefficients of 
cover picture. The 2-D DCT change over the picture hinders 
from spatial space to recurrence area. The schematic piece 
chart of the entire procedure is given in Fig 3 and Fig 4. 

 
Fig. 3. Insertion of a secret message into a cover image 

 

 
Fig. 4. Retrieval of a secret message into an cover image 

 

Let I(x,y) denote an 8-bit grayscale cover-image with x = 

1,2,…….,M and y = 1,2,…….,N. This M×N cover-image is 

divided into D × D blocks and two-dimensional (2-D) DCT is 

performed on each of L = M×N / D2 blocks.  

The mathematical definition of DCT is:  

 

Forward DCT:  

𝐹(𝑢, 𝑣) =
1

4
𝐶(𝑢)𝐶(𝑣) ∑ ∑ 𝑓(𝑥, 𝑦)𝐶𝑜𝑠 [

𝜋(2𝑥 + 1)𝑢

16
] 𝐶𝑜𝑠 [

𝜋(2𝑦 + 1)𝑣

16
]

7

𝑦=0

7

𝑥=0

 

                        (8)  

For u = 0,…,7 and v = 0,…,7  

Where 𝐶(𝑘) = {
1

√2
  , 𝑓𝑜𝑟 𝑘 = 0

1     , 𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒
 

Inverse DCT:  

           𝑓(𝑥, 𝑦) =
1

4
∑ ∑

𝐶(𝑢)𝐶(𝑣)𝐹(𝑢, 𝑣) ∗

𝐶𝑜𝑠 [
𝜋(2𝑥+1)𝑢

16
] 𝐶𝑜𝑠 [

𝜋(2𝑦+1)𝑣

16
]

7
𝑣=0

7
𝑢=0             (9) 

For 𝑥 = 0, … … . . ,7  and  𝑦 = 0, … … . . ,7. 

D. 4-2 Swap Text Randomization Method  

The secret message is randomized before the embedding 
process to impart more security to the entire steganography 
process. The randomization algorithm is described here.  

I.  The secret message is taken as input & the length of the 

message is calculated.  

II. The entire message is segmented into some equal sized 

cells & padding space if required. Number of cells depends 

on the total no of characters (Ch) & size of cell(C).  

III. Evaluate the ASCII values for all characters of each part 

for the secret message.  

IV.Modify the ASCII values by using the Passkey & 

Threshold value.  

V. Convert each ASCII value into its corresponding 8bits 

binary value for each character.  

VI. Swap left most 4bits with the right most 4bits binary 

  value.  

VII. Swap first two bits with last two bits for efficient 

   randomization for binary image 

VIII. Convert each 8bits binary value into its corresponding 

    hexadecimal value.  

The block diagram of Fig 5 depicts the text randomization 

process applied on the secret message before embedding. 

 
Fig. 5. 4-2 Swap text randomization method 

IV. IMPLEMENTATION OF AN EXAMPLE  

A. Illustration of 4-2 swap Text Randomization Method  

The content randomization strategy is delineated with a 
case in this area. For instance consider the mystery message as 
―the college foundation of innovation at burdwan‖.  

 

Here, add up to number of characters (Ch) = 49  

Assume the computed Threshold (T) = 7  
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The measure of Cell(C) = 4+9+7 = 20  

Add up to number of cell required = roof (49/20) = 3  

Min number of character must contain every cell = roof (49/3) 

= 17. 

To level every cell with same number of character require 

((17*3)- 49) = 2 underscores (_) or spaces( ) to add after the 

last character of the mystery message.  

Presently every one of the cells contain measure up to number 

of characters.  

 

Cell 1 = “the university in” = 17  

Cell 2 = “statute of techno” = 17  

Cell 3 = “logy at burdwan_” = 17. 

 

Presently for cell 1 the message is “the university in”.  

 

The accompanying table demonstrates that after alteration of 

each character the comparing ASCII esteems are: 

 

Table 1. Result of 4-2 Swap Text Randomization Method 

Characters Modified ASCII 8 Bits Binary Equivalent  4 Bits 

Swapped Binary Equivalent First 2bits swap with Last 2bits 

Decimal Equivalents  

TABLE1 : RESULT OF 4-2 SWAP TEXT RANDOMIZATION 

METHOD 

C

h

a

r

a

c

t

e

r 

Mo

difi

ed 

AS

CII 

8 Bits  

Swapped  

Binary  

Equivalen

t 

4 Bits 

Swapped 

Binary 

equivalent 

First 2 

bits 

Swap with  

Last 2 bits 

Dec

ima

l 

Equ

ival

ents 

 

T 

129 10000001 00011000 00011000 024 

h 117 01110101 01010111 11010101 213 

e 114 01110010 00100111 11100100 228 

 45 00101101 11010010 10010011 147 

u 130 10000010 00101000 00101000 040 

n 123 01111011 10110111 11110110 246 

 i 118 01110110 01100111 11100101 229 

v 131 10000011 00111000 00111000 056 

e 114 01110010 00100111 11100100 228 

 r 127 01111111 11110111 11110111 247 

 s 128 10000000 00001000 00001000 008 

 i 118 01110110 01100111 11100101 229 

 t 129 10000001 00011000 00011000 024 

y 134 10000110 01101000 00101001 041 

 45 00101101 11010010 10010011 147 

i 118 01110110 01100111 11100101 229 

n 123 01111011 10110111 11110110 246 

 
In this mold the changed decimal likeness ASCII benefits 

of comparing characters will produce. Thus another two tables 
for Cell2 and Cell3 individually will likewise create. So the 
mystery content is randomized utilizing an interesting capacity 
which called as 4-2 swap content randomization strategy. In 
the wake of getting the decimal equal estimations of the 
considerable number of characters, a bit stream is created from 
each of them and that bit stream is installed by supplanting the 
LSBs of all DCT coefficients of the cover picture. 

B. Algorithm Used for Embedding the Secret Message  

The algorithm used for embedding process is illustrated in 
this section. Here the calculation of the Threshold value is also 
shown.  

STEP 1  

Take a string as input & calculate the length.  

STEP 2  

Calculate the Threshold T  

𝑇 ← 𝐶 % 9 

𝑇 ← 𝑇 + 𝑃𝐿  

𝑇 ← 𝑇 % 9 

𝑇 ← 𝑇 + [(9 − 𝑋)((𝑃𝐿 − 𝑃𝑀)/𝑃𝐿)] 

(Where PL=Original Password Length & PM=Minimum 

Password Length/Passkey). 

STEP 3  

Ascertain the measure of unit (u) by including the digit(s) of 

the string length and the Threshold (T).  

STEP 4  

Ascertain the aggregate number of unit (U)  

   𝑈 ← [𝐶 𝑢⁄ ] 

STEP 5  

Ascertain Bits per unit (B)  

𝐵 ← 𝑢 × 7  (Each Character is of 7 bits)  

STEP 6  

Ascertain the measurement of each legitimate piece (D)  

𝐷 ← ⌈√𝑏⌉ 

STEP 7  

Figure the Total Dimension (D2) and D2 ≥ B  

STEP 8  

Take a picture as information and compute number of 

consistent division alongside Height (H) and Width (W)  

               𝑀 = 𝐻 𝐷⁄ &𝑁 = 𝑊 𝐷⁄  

STEP 9  

Figure the Total no. of Logical pieces (B)  

𝐵 ← 𝑀 × 𝑁 

STEP 10  

Create the piece numbers by  

𝐵𝑖 ← [(𝐹𝑖 × 𝑢𝑖)𝑚𝑜𝑑(𝐵 − 𝑖)] + 𝑖 
Where 𝑖 = 1𝑡𝑜 𝑛 
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Fig. 6. A realistic view of block mapping process 
Modify the ASCII values by using the Passkey & Threshold 

value.  

STEP 11 

Evaluate the ASCII values for all characters of each part for 

the secret message. 

STEP 12 

Modify the ASCII values by using the Passkey & Threshold 

value. 

STEP 13  

Convert each ASCII value into its corresponding 8bits binary 

value for each character.  

STEP 14  

Swap left most 4bits with the right most 4bits binary value.  

STEP 15  

Swap first two bits with last two bits for efficient 

randomization for each binary value.  

STEP 16  

Convert each 8bits binary value into its corresponding 

hexadecimal value. 

STEP 17  

Get DCT coefficients of all the D x D logical segments of the 

cover image.  

STEP 18  

Replace the LSBs of DCT coefficients by the bits of the 

modified bit stream of secret message generated by the 4-2 

swap randomization method. Fig 7, Fig 8 and Fig 9 shows the 

secret message, cover image and stego-image respectively. 

 

 
Fig. 7. Secret text 

   
           Fig.8.Cover Image                        Fig. 9. Stego Image 

This algorithm illustrates the whole embedding process at 
the sending end. After embedding the secret message, IDCT is 
applied [6] on the image to convert it from transform domain 
to spatial domain and the output stego-image is generated. 

V. RESULT ANALYSIS 

Exploratory outcome demonstrates that 2D-DCT grants 
more unwavering quality and security as opposed to the LSB 
substitution method. Some assessment parameters are utilized 
to gauge the execution of the calculation. The regular 
assessment parameters are [6] [9] MSE, PSNR, Capacity and 
so on. 

Mean Square Error (MSE)  
It is defined as the square of error between cover image 

and stego-image. The distortion in the image can be measured 
using MSE and is calculated using the following equation  

                   𝑀𝑆𝐸 = [
1

𝑁×𝑁
]

2
∑ ∑ (𝑋𝑖𝑗 − 𝑋𝑖𝑗

̅̅ ̅̅ )2𝑁
𝑗=1

𝑁
𝑖=1               (10) 

Where 𝑋𝑖𝑗= The intensity value of the pixel in the cover 

image 

𝑋𝑖𝑗
̅̅ ̅̅ = The intensity value of the pixel in the stego image  

𝑁=Size of the image 

 

Peak Signal to Noise Ratio (PSNR)  
It is the measure of quality of the image by comparing the 

cover image with the stego-image, i.e., it measures the 
statistical difference between the cover and stego-image, and 
is calculated using the following equation.  

                          𝑃𝑆𝑁𝑅 = 10𝑙𝑜𝑔10
2552

𝑀𝑆𝐸
  db                     (11) 

Capacity  
It is the size of the data in a cover image that can be 

modified without deteriorating the integrity of the cover 
image. The steganography embedding operation needs to 
preserve the statistical properties of the cover image in 
addition to its perceptual quality. Capacity is represented by 
bits per pixel (bpp) and the Maximum Hiding Capacity 
(MHC) in terms of percentage [6].  

Experimental result shows that the new approach using 
DCT coefficient is better than that of the earlier method using 
LSB substitution technique. Taking the picture of Lena and 
converting it into a 800×600 dimensional image, the following 
table shows the MSE values for 3 different block sizes. 
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TABLE 2. EXPERIMENTAL RESULT 

Image 

Block Size 

Technique MHC 

(%) 

PSNR 

(dB) 

MSE 

150 ×150 LSB 55 39.56 32.45 

DCT 57 37.82 32.38 

200 ×200 LSB 46 38.58 32.28 

DCT 48 32.62 32.14 

400 ×400 LSB 34 35.90 28.98 

DCT 34 32.46 26.87 

VI. CONCLUSION 

This steganography calculation infers a multi-level 
security in light of the fact that before installing the characters 
of the mystery instant message into a cover picture utilizing 
2D-DCT, the whole content is divided first into different cells 
and each fragment of mystery message are randomized at bit 
level. This randomization or change is finished utilizing a one 
of a kind capacity which is a reversible capacity, i.e. the 
capacity can re-create the first succession from the 
randomized yield. Again every one of the fragments of content 
are arbitrarily embedded into various areas of the cover 
picture. A bit-stuffing technique is utilized to make the 
quantity of characters of every unit measure up to. Another 
pseudo-irregular succession generator work is utilized to 
produce a pseudo-arbitrary arrangement to install each of the 
unit of mystery message into the sensible square areas or 
pieces of the cover picture in a pseudo-arbitrary mold. 
Utilizing a similar pseudo-arbitrary grouping, extraction 
should be possible to get the first message. As specified 
before, the information esteem named Threshold (T) of the 
pseudo-irregular arrangement generator work relies upon the 
mystery secret key and a passkey known to the two expected 
gatherings (sender and beneficiary) as it were. As these are 
mystery esteems, another level of security is likewise forced 
here. This technique can be enhanced again by expanding the 
quality of edge esteem era work, altering the strategy for 
ascertaining the aggregate number of characters in every unit 
of message and furthermore by forcing the randomization 
work (4-2 swap randomization technique) at the character 
level and in addition at the bit level. Here 2D-DCT strategy is 
inferred rather than LSB substitution method in this broadened 
rendition of the past paper. 
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Effect of Benzoxazine on Epoxy Based
Carbon Fabric Reinforced Composites
for High Strength Applications

C. Venkateshwar Reddy, Ch. Joseph S. Raju, P. Ramesh Babu
and R. Ramnarayanan

Abstract Benzoxazine (BZ) is novel class of thermoset polymers exhibiting tailor-
made properties in a wide range of structural applications especially in aerospace
industries. When BZ is used as hybrid resin in composite preparation, it offers attrac-
tive mechanical properties. An attempt was made with combination of DGEBA epoxy
resin and an aromatic diamine hardener with different weight proportions of BZ 2,
4, 6, 8 and 10% reinforced with PAN-based carbon fabric, in order to study the
mechanical characteristics. The weight proportions of BZ enhanced the properties
of tensile strength, Flexural strength and inter-laminar shear strength (ILSS) due
to strong interfacial adhesion between fabric and hybrid resin system. The studies
reveal that 4% of BZ-reinforced composites possess better properties than those of
the reference neat epoxy–amine matrix and other weight percentages of compos-
ites. In this study, the mechanical, thermal properties of the hybrid were compared
with reference epoxy–amine matrix composite. Optical microscope images ascer-
tain the existence of homogeneous distribution of benzoxazine in the composites.
The Glass transition temperature (T g) was determined by Dynamic Mechanical Ana-
lyzer (DMA) technique reveals lowering of T g in hybrid due to off-stoichiometry
by the incorporation of BZ. However, post-curing of the composite enhanced both
mechanical and thermal properties.
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1 Introduction

An advanced composite material based on carbon fabric-reinforced thermoset poly-
mers (CFRTP) plays a vital role in aerospace structural applications, as well as
high-performance sports goods and windmill structures. However, there are still
challenges for CFRTP to achieve the desired mechanical properties [1–3].

Many processing techniques are available to fabricate the laminates to meet the
requirements of different applications. The selection of manufacturing process tech-
nique depends on size and quality of composites. There are two manufacturing pro-
cess techniques: autoclave process and out-of-autoclave process. The autoclave pro-
cess is the only means to fabricate carbon fabric structures with good quality for
aerospace applications, whereas the out-of-autoclave processes such as liquid com-
posite moulding (LCM), liquid resin infusion (LRI) and automated tape placement
(ATP) are predominant processes having its less-expensive equipment to fabricate
composite components. Fabrication of CFRTP is made with autoclave process with
pressure bag moulding, by providing heat and pressure to the composite product [4,
5].

Benzoxazine (BZ) is a novel class of thermosetting polymeric material which
has various outstanding properties such as zero shrinkage, low-moisture absorption,
good thermal and mechanical properties [6]. It possesses an important property, that
is their ability to blend with various other resins such as epoxy and polyurethane;
therefore, this leads to their easy processability and improved mechanical proper-
ties in addition to some unique physical, mechanical properties and application. BZ
co-cures with epoxy resin; therefore, in recent years, BZ blends have attracted con-
siderable attention by researchers, engineers and polymer industries. The blending
of BZ with epoxy resins was reported [7–10]. The addition of epoxy resin with the
BZ forms hybrid resin network which greatly increases the crosslink density of the
thermosetting matrix and strongly influences on its mechanical properties. In this
work, benzoxazine polymer was blended with epoxy–amine resin in different pro-
portions and the composite laminates prepared by autoclave technique were studied
for their physical, mechanical and thermal properties.

2 Experimentation

2.1 Materials

Bisphenol F-based benzoxazine (BZ) is mixed with Bisphenol A-based epoxy resin
(DGEBA) and a low-viscosity liquid aromatic hardener Diethyl toluene diamine
(DETDA) to form a hybrid resin system. PAN-based high-strength carbon fabric-
3 K grade with 8-harness style was used as a reinforcement for making composite
laminates. The chemical structures of the polymers used were depicted in the Fig. 1.
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Fig. 1 Chemical structures of the polymer materials

Table 1 Hybrid resin

Laminates Resin

Epoxy DGEBA Hardener DETDA Benzoxazine BZ (%)

L0 100 24 0

L1 98 24 2

L2 96 24 4

L3 94 24 6

L4 92 24 8

L5 90 24 10

2.2 Preparation of Benzoxazine/Epoxy Resin Carbon
Fabric-Reinforced Composites

Benzoxazine resin provides relatively mild condition for polymerization, very low-
melt viscosity, broad processing window, high reactivity and good overall properties.
Before preparation of carbon fabric with BZ/epoxy prepreg, the BZ which is in solid
powder form that cannot be used directly with epoxy resin was dissolved in acetone
solvent in the proportion of 1:2 ratio by weight, which makes BZ to become liquid
form. The liquid BZ of different proportions of 2, 4, 6, 8, 10% was mixed with epoxy
resin DGEBA-DETDA in parts by weight (pbw) in a vessel and mixed thoroughly
with the help of stirrer at room temperature for 10 min to obtain a clear solution
of hybrid BZ/epoxy resin. The prepared hybrid resin solution was uniformly spread
on the carbon fabric with brush and made to allow for drying at room temperature
around 24 h to get tackiness in prepreg. The mechanical properties of carbon fabric
with resin DGEBA- and hardener DETDA (100:24)-prepared samples were taken as
reference. The following table shows the details of hybrid resin (Table 1).
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The prepared prepregs were cut into 15 no. of plies of 300×300 mm size, and all
plies were placed on a release agent (wax)-coated metallic mould. Autoclave was used
to provide heat and pressure to the composite during curing. In this method, prepregs
were stacked in a mould in a definite sequence to avoid any relative movement in
between the prepreg sheets. After stacking the prepregs, the whole assembly was
vacuum bagged to remove any air entrapped in between the layers. After a definite
period of time when it was ensured that all air was removed, the entire assembly was
transferred to autoclave. Here, heat and pressure were applied for a definite interval
of time. In this process, matrix is uniformly distributed and intimate contact was
achieved through proper bonding between fibres and matrix. After the processing,
the assembly was cooled at a definite rate and then vacuum bag was removed. The
composite part was taken out from the mould. Initially, a release gel was applied onto
the mould surface to avoid sticking of polymer to the mould surface. This process is
mainly used in applications requiring high strength-to-weight ratio components such
as aircraft parts, marine, military, spacecraft and missiles. The schematic autoclave-
moulding process is shown in Figs. 2 and 3.

Fig. 2 Hybrid resin impregnated on carbon fabric

Fig. 3 Prepreg cut into 300×300 mm size
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The main advantages of this composite processing method allow high-volume
fraction of reinforcement in the composite part, high degree of uniformity in part
consolidation, better adhesion characteristics between layers and good control over
resin and carbon fabric was achieved. No void content in the finished part due to
removing entrapped air through vacuum and complete wetting of fibres was achieved.

2.3 Composite Curing

Autoclave was used for curing the composite as shown in Fig. 4. The oven air
temperature was controlled with digital temperature indicator cum controller. The
following cure cycle was applied and curing under vacuum and pressure as shown
in Fig. 5. The main advantages of this composite processing method allow high-
volume fraction of reinforcement in the composite part, high degree of uniformity
in part consolidation, better adhesion characteristics achieved between layers and
good control over resin and carbon fabric. Due to removing entrapped air through
vacuum, no void content found in the finished component and complete wetting of
fibres was achieved.

Fig. 4 Curing process using autoclave
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Fig. 5 Curing under
vacuum and pressure

2.4 Cure Cycle

• Autoclave curing has been carried out under vacuum with the following cure cycle.
• Temperature of the oven increased from room temperature to 80 °C in 30 min.

Held the temperature for 4 h. After 4 h applied pressure of 5 bars.
• Increased the temperature after 4 h 80–120 °C in 20 min. Held the temperature for

2 h.
• Further increased the temperature from 120 to 180 °C in 20 min. Held the temper-

ature for 4 h.
• After completion of cure time 4 h switched off the oven and allowed the laminate,

cool to room temperature within 4–5 h.
• Extracted the laminates from the mould.

3 Testing, Results and Discussion

3.1 Physical Properties

The strength of any composite material depends on physical properties like fibre
volume fraction and density. Estimated the fibre volume fraction and density of the
laminates.
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3.2 Tensile Strength

The tensile behaviour of prepared samples was determined at room temperature by
using universal testing machine (UTM) according to ASTM D3039 standard. Tensile
test set-up and specimen tensile failure modes are shown in Figs. 6 and 7, respectively.
Six test specimens having dimensions of width 15 mm and thickness 2.0 mm were
loaded between two adjustable grips of a 100 KN computerized universal testing
machine with data acquisition system. Failure modes observed during the testing
were identified. Tensile strength and modulus of specimens shown in Figs. 8 and 9,
respectively.

The weight per cent of benzoxazine resin up to 4% (L2 laminate) improved tensile
strength and modulus due to strong interfacial adhesion between composite layers
and also due to the increased crosslink density. The improvement was compared with
the reference epoxy composite. Failure mode of specimens at higher strength is a
clean-cut mode in the gauge length, whereas at higher percentage addition of BZ the
specimens broken in in-plane mode resulted in lower strength and modulus.

3.3 Flexural Strength

The Flexural strength is determined by three-point bend test in accordance with
ASTM D790 (Fig. 10). The size of the test specimens is 10 mm width and 3 mm
thickness. Three-point bend test was performed in a servo-controlled UTM machine
having load cell capacity of 5 KN. The cross head speed 2 mm/min and span length to
specimen depth ratio s/t �16 were selected. Six specimens were tested and average
value is considered (Fig. 11).

Fig. 6 Tensile test set-up
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Fig. 7 Tensile failure modes

Fig. 8 Tensile strength
(MPa)

Flexural strength and modulus for tested specimens were shown in Figs. 12 and
13. Flexural strength and modulus increased up to 4% by parts addition of BZ on
reference epoxy–amine due to flexing of composite at higher loads due to strong
inter-laminar strength.

3.4 Inter-laminar Shear Strength

The inter-laminar shear strength was calculated by using short-beam shear test as
per ASTMD2344. Six samples were tested in electro-mechanical testing machine
INSTRON 4505 with the crosshead speed of 1 mm/min, and span length to specimen
ratio s/t �4 was maintained. Test set-up and specimen failure modes were shown in
Figs. 14 and 15, respectively.
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Fig. 9 Tensile modulus (GPa)

Fig. 10 Flexural test set-up

Tested specimens values were shown in Fig. 16. Highest value of ILSS achieved
at 4% addition of BZ due to strong interfacial shear property.

3.5 Optical Microscope Images

The following optical images in Figs. 17 and 18 reveal comparative topography of
reference epoxy–amine to BZ/epoxy–amine. Homogenous distribution of reinforce-
ment to matrix adhesion of BZ is quite evident.
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Fig. 11 Failure modes in flexural specimens

Fig. 12 Flexural strength (MPa)

The amine-hardened EP formed a co-network with the BZ. This contained
nanoscaled inclusions of the homopolymerized BZ. Figure 18 reveals the finest dis-
persion characteristics of the BZ traced to the phase segregation and crosslinking
with EP.
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Fig. 13 Flexural modulus (GPa)

Fig. 14 Three-point bend test set-up

3.6 Thermal Properties

3.6.1 Differential Scanning Calorimeter (DSC) Scan

DSC thermograms were registered in the temperature range from T �0 to 300 °C
at a heating rate of 10 °C/min under N2 flushing (30 ml/min). The sample weight of
around 10 mg was taken for both BZ and EP individually. Exothermic peak for BZ
at 250 °C and exothermic peak for EP at 180 °C were observed. DSC curves were
shown in Fig. 19.
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Fig. 15 Failure modes in ILSS specimens

Fig. 16 Inter-laminar shear strength (ILSS)

The individual exothermic peak T peak at 180 °C relates to the complete crosslink-
ing of EP-Amine reaction and which is in line with the Glass transition temperature
(T g) for laminate L0 composite. T peak at 250 °C relates to homopolymerization of BZ
itself. The incorporation of BZ to EP-Amine reduced the T g in hybrid composites
due to off-stoichiometry and increase observed upon post-curing due to homopoly-
merization and crosslinking with EP-Amine.
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Fig. 17 Image of EP-Amine

Fig. 18 Image of
BZ/EP-Amine

3.6.2 Dynamic Mechanical Analysis (DMA) Scan

T g is determined by DMA technique for the specimens having dimensions of
35 mm×10 mm with 3 mm thickness. DMA curves for the laminates L0 to L5 were
shown in Fig. 20. T g was reduced by the incorporation of BZ due to off-stoichiometry
caused by BZ and epoxy–amine reaction (which is in line with the DSC results). How-
ever, upon post-curing, enhancement in T g was observed (as shown in Table 2) due
to further reaction of BZ with epoxy–amine resulting in higher crosslink density.
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Fig. 19 DSC curves for BZ and EP

Fig. 20 DMA curves for laminates

Table 2 Glass transition temperatures

Laminate BZ (%) Tg Tg (After post-cure)

L0 0 180 180

L1 2 175 185

L2 4 170 180

L3 6 165 175

L4 8 155 165

L5 10 145 160

4 Conclusion

It was studied the effect of aromatic amine hardener on epoxy modified with ben-
zoxazine at different ratios and the thermal and mechanical properties of the cor-
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responding hybrid was determined. It was observed from the results that aromatic
amine-hardened epoxy formed a co-network with the benzoxazine resin. The weight
per cent of benzoxazine resin up to 4% improved mechanical properties due to
strong interfacial adhesion between composite layers and also due to the crosslink
density. The improvement was compared with the reference epoxy composite. Ther-
mal properties—the T g of the hybrid was lower than the reference EP that was traced
to off-stoichiometry caused by the amine/oxazine reaction. However, T g increased
upon post-curing due to nanoscaled homopolymerized BZ was well connected to the
EP network.
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Abstract 
Having the learning important to have the capacity to counteract and recognize a gas 

release right off the bat is critical with the end goal to avert potential gaseous petrol 
crises. Understanding what a flammable gas spill crisis is and how to respond is 
imperative to guarantee you and your family's security. In this paper talking about what 
a gas spill crisis is and what to do in the event that one happens, yet going to give you a 
wide-assortment of location and anticipation tips. Having this fundamental information 
will limit you and your family's dangers for gas spills crises. 

 
Keywords: LPG, gas sensor, Leakage detection 

 
1. Introduction 
 
LPG(Liquid petroleum gas ) is generally utilized in homes for focaLiquid petroleum 
gas warming, high temp water, gas-flames, cooking, and in versatile radiators for 
recreation exercises, for example, vessels, convoys and grills. This vitality source is 
essentially made out of propane and butane which are exceptionally combustible 
synthetic mixes. LPG holes can occur, however once in a while, inside a home, 
business premises or in gas controlled vehicles. Spillage of this gas can be unsafe as 
it raises the danger of building fire or a blast. The setbacks caused by this peril are as 
yet regular news in the media. Since the LPG in that capacity does not have any 
smell, gas organizations/refineries include an odorant, for example, ethanethiol, 
thiophene or a mercaptan so holes can be recognized effortlessly by the vast majority 
[2]. In any case, a few people who have a decreased feeling of smell will be unable 
to depend upon this innate security component. In such cases, a gas spillage locator 
winds up imperative and shields individuals from the threats of gas spillage. Various 
research papers have been distributed on gas spillage location strategies. A remote 
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home wellbeing gas spillage framework has been proposed in [2] where the alert 
gadget gives versatility inside the house premises.   
. 
 
2. Problem Formation 
 
Home flames have been occurring much of the time and the danger to human lives 
and properties is developing as of late. Fluid oil gas (LPG) is exceedingly 
inflammable and can consume even at some separation from the wellspring of 
spillage. Most fire mishaps are caused on account of a low quality elastic cylinder or 
the controller isn't killed when not being used. Consequently, building up the gas 
spillage ready framework is exceptionally basic. Subsequently, this paper exhibits a 
gas spillage ready framework to recognize the gas spillage and to alert the general 
population locally available.  

 

Gas spillage prompts different mischances bringing about both material misfortune 
and human wounds. The danger of blast, terminating, suffocation depend on their 
physical properties such poisonous quality, combustibility, and so on. The quantity 
of passings because of blast of gas barrels has been expanding as of late. The purpose 
behind such blast is because of substandard chambers, old valves, exhausted 
controllers and absence of mindfulness in taking care of gas barrels.  

 

Distinguish Gas Leakage (like LPG spill, Butane spill, Methane spill) or any such oil 
based vaporous substance that can be recognized utilizing MQ5 
Sensor.Unfortunately, when that you truly see a petroleum gas spill from the smell or 
sound it has just turned into a potential gas crisis. That is the reason it is imperative 
that you take deterrent measures to forestall spills before they happen. 

 
3. Prevention Methodology  
 

In the event that you presume that there is a gas spill in your home it is 
important that you respond rapidly or else the outcomes can be extremely hindering. 
To begin with, leave your home promptly and make a point to not utilize any 
electrical gadgets, for example, light switches or phones. Power utilization could 
start or touch off the flammable gas spill. Open blazes could likewise cause this so 
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make sure to not utilize matches or lighters. Finally, leave the zone and call your 
service organization to manage the issue. It is in every case best to give experienced 
experts a chance to fix any gas spills with the end goal to diminish the danger of 
gaseous petrol blasts. Try not to come back to the zone until the point when your 
home has been considered safe via prepared experts. 
 
The following are the approaches for manual detection and prevention 

 SMELL the air. We add a particular scent to flammable gas with the goal 
that spills are less demanding to distinguish.  

 
 LISTEN for holes. A murmuring, shrieking or thundering sound close to a 

pipeline may show getting away petroleum gas. (Uncommon markers 
demonstrate the area of most significant pipelines.)  

 
 LOOK for pieces of information:  

 
 A harmed association with a gas apparatus,  
 Dead or kicking the bucket vegetation over or close to a pipeline  
 A fire close to a pipeline  
 Exposed pipeline after a seismic tremor, fire, surge or another debacle 

Working Mechanism. 
 
The manual approach may lead time taken and less efficient due to human error. 
To minimize and improve the efficient by automated senor based system. Gas 
spills or smell can be detected using sensor called MQ- sensor. 

 

 
Vc  
VH  
Tao : -20 -50  
Sensing Resistance : 3K -
30K  
(1000ppm iso-butane ) 
Temp: 20  

 

Figure 1: MQ 2 SENSOR and Specifications 
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MQ 2 SENSOR 
 

The MQ-2 is a combustible gas and smoke sensor recognizes the 
convergences of burnable gas noticeable all around and yields its perusing as a 
simple voltage. The sensor can quantify groupings of combustible gas of 300 to 
10,000 ppm. The MQ-2 gas sensor is delicate to LPG, I-butane, propane, methane, 
liquor, Hydrogen and smoke. They are utilized in gas spillage recognizing types of 
gear in family and industry and in the compact gas locator.  
 

 
Figure2: Working Mechanism of MQ2 sensor 

 
Structure and arrangement of MQ-2 gas sensor appear as Fig. 1 

(Configuration An or B), sensor created by hull made by plastic and treated steel net. 
The radiator gives important work conditions to work of delicate segments. The 
wrapped MQ-2 have 6 stick, 4 of them are utilized to bring signals, and other 2 are 
utilized for giving warming current[3]. 

 
Resistance value of MQ-2 is difference to various kinds and various concentration gases. 
So,When using this components, sensitivity adjustment is very necessary. we 
recommend that you calibrate the detector for 1000ppm liquified petroleum 
gas<LPG>,or 1000ppm iso-butane<i- C4H10>concentration in air and use value of Load 

 When accurately measuring, the 
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proper alarm point for the gas detector should be determined after considering the 
temperature and humidity influence. 
 
 
 
 
 
 
 
 
 
 
 

Figure 3: Model Block Diagram 
 

GAS Detection system: If any GAS leakage occurs the system detects all the flammable 
gases if the gas leakage crosses the Threshold it detects the gases like methane, butane, 
propane, LPG, and smoke. Upon detecting the gases it turns ON the ventilator fans and 
sends an alert message to the user or the registered department. The system takes care of 
everything without a single input from the user. 

 
4. Summary 
 
 Gas spillage prompts extreme mischance bringing about material misfortunes and 
human wounds. Gas spillage happens chiefly because of poor upkeep of gear and 
lacking familiarity with the general population. Subsequently, LPG spillage 
identification is basic to needed mishaps and to spare human lives. This paper 
disused about manual human based detection and how to over improve the 
performance using sensor based mechanism. In future work we need to develop a 
product with lesser price and easy to operate by normal human. 
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I. Introduction
A code division multiple access (CDMA) is absolutely suitable to the
simultaneous data transmission where the communication system has
multiple senders and receivers. It is known that the CDMA needs a large
number of spreading codes to minimize the cross correction and
capable providing good bandwidth efficiency. It is very attractive for
wireless communication medium because of number of advantages than
time division multiple access (TDMA) and frequency division multiple
access (FDMA). The various forms of spreading spectrum modulation
techniques are used for generating different types of spreading codes
for efficient CDMA system. A direct sequence spreading spectrum (DS-
SS) is one of the popular modulation schemes to generate unique code
and spread across wide band frequencies of spectrum [1]. A pseudo-
random noise (PN) sequences the sequence of binary digits which looks
random statistically but generated deterministically. The PN sequences
are satisfy three tests for randomness to improve the efficiency. i.

Balance property: The difference of between the number of zeros and
ones is either 0 or 1. The PN sequence of length  contains 's
and .

ii.
Run-length property: A run-length of k is set k succeeding identical digits
is bound by different digits on its ends. For a PN sequence,  of
runlength is  of run-length is  of run-length is 3 and so on. The
number of runs of 0's and number of runs of 1's are same for a
sequence.

iii.
Correlation property: Correlation is the measurement of similarity
between the sequences. The autocorrelation is similarity between
original sequence and cyclically shifted copy of original sequence. The
crosscorrelation is the similarity between two different sequences. The
autocorrelation of a finite, discrete signal  is defined in eqn. (1) and
the crosscorrelation of discrete signals  and  is given in eqn.
(2) [2].
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Abstract-Orthogonal codes are majorly crucial for code 

division multiple access (CDMA) for suppressing the 

multiple access interference (MAI). The Walsh based 

orthogonal codes are used for data transmission in on-chip 

communication because of cross correction is zero between 

adjacent sequences. Though, the code utilization is less of 

Walsh based codes when compared with Pseudo-random 

noise (PN) sequences. To provide better code utilization 

with orthogonality, an orthogonal gold code is proposed in 

this paper thereby the orthogonal gold code is used for 

large size of on-chip communication architecture. These 

codes are suitable for CDMA and show better code 

utilization than the Walsh based orthogonal codes. For 

implementation, the Xilinx 14.7 software with Vertex-6 

FPGA and is used and simulations of 32-bit are 

experimented in MATLAB thereby the crosscorrelation 

performance improved than Walsh based orthogonal 

codes.  

Keywords:-NoC; Crossbar; CDMA; Orthogonal gold codes; 

FPGA.  

I.  INTRODUCTION 

A code division multiple access (CDMA) is 

absolutely suitable to the simultaneous data transmission 

where the communication system has multiple senders and 

receivers. It is known that the CDMA needs a large number of 

spreading codes to minimize the cross correction and capable 

providing good bandwidth efficiency. It is very attractive for 

wireless communication medium because of number of 

advantages than time division multiple access (TDMA) and 

frequency division multiple access (FDMA). The various 

forms of spreading spectrum modulation techniques are used 

for generating different types of spreading codes for efficient 

CDMA system. A direct sequence spreading spectrum (DS-

SS) is one of the popular modulation schemes to generate 

unique code and spread across wide band frequencies of 

spectrum [1]. A pseudo-random noise (PN) sequences the 

sequence of binary digits which looks random statistically but 

generated deterministically. The PN sequences are satisfy 

three tests for randomness to improve the efficiency.  

i. Balance property: The difference of between 

the number of zeros and ones is either  or . 

The PN sequence of length  contains 

1’s and 0’s. 

ii. Run-length property: A run-length of k is set k 

succeeding identical digits is bound by different 

digits on its ends. For a PN sequence,  of run-

length is ,  of run-length is ,   of run-length 

is  and so on. The number of runs of ’s and 

number of runs of 1’s are same for a sequence. 

iii. Correlation property: Correlation is the 

measurement of similarity between the 

sequences. The autocorrelation is similarity 

between original sequence and cyclically shifted 

copy of original sequence. The crosscorrelation 

is the similarity between two different sequences. 

The autocorrelation of a finite, discrete signal 

 is defined in eqn. (1) and the 

crosscorrelation of discrete signals  and 

 is given in eqn. (2) [2]. 

                     (1) 

                     (2) 

where  is the time delay and  is the length of sequence. The 

eqn. (1) indicates the three different values of autocorrelation. 

The autocorrelation is positive when signal is exact similar to 

the cyclic shifted version of original signal. The value is 

negative when signal is dissimilar to shifted version of original 

signal. The value is zero when signal is exactly orthogonal to 

the original signal. The eqn. (2) is also indication three 

different values of crosscorrelation only difference is signals 

are different to each other.   

The remaining of the paper is as follows. Section-II 

describes the literature of the different forms orthogonal 

sequences. Section –III presented generation of spreading 

sequences for CDMA based communication systems and 

generation of orthogonal gold code is provided in section-IV.  
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Section-V gives the results and discussion of orthogonal gold 

code based CDMA system and a case study of network on 

chip is presented in section-VI. Finally, this paper concluded 

in section-VII.  

II. RELATED WORK 

The orthogonal codes are used in many applications 

especially in CDMA based communication systems. Donelan, 

H., and T. O'Farrell [3] proposed a new method for generating 

orthogonal sequences which provides -sequences to -chips 

of a system. By using new method, the orthogonal sequences 

are generated from the gold code but need not of preferred pair 

of m-sequences. The procedural steps are required for 

generating orthogonal sequences from gold code. The various 

set of sequences are experimented for peak crosscorrelation 

and these orthogonal set of sequences are provided good 

crosscorrelation when size of set increased. To increase the 

system capacity, Akhavan-Bahabdi, Mehdi, and Mohsen Shiva 

[4] presented a Double Orthogonal Multi-Carrier Code 

Division Multiple Access (DO/MC-CDMA). The  

codes are supplied for code length of . However, the 

improved performance is restricted for less value of .  

Akansu, Ali N., and Radha Poluri [5] proposed a walsh-like 

nonlinear phase binary orthogonal sequences for both 

synchronous and asynchronous multiuser communications. 

The walsh-like and gold sequences are used for nonlinear 

phase where as Walsh codes are used in linear phase. The 

capability of communication system is improved when 

compared with Walsh and gold codes. Though, bit error rate 

(BER) of the proposed code is high in case of multi-user when 

compared with Walsh codes. Jos et al. [6] presented a method 

to generate multiple sets of orthogonal codes for spread 

spectrum sequences by utilizing any single two level 

autocorrelation sequences. This multiple set of codes are 

supplied more number of sequences with low inter-set 

correction. Still, the orthogonality property is the critical issue 

because of the sequences is related to different sets. Shufeng et 

al. [7] proposed a method that using an orthogonal gold code 

for CDMA to avoid the un-satisfactory performance of m-

sequence in case of multi-users. By using of crosscorrelation 

property of gold code, the orthogonal gold code is generated 

and used for multi-user CDMA systems. The performance of 

BER is proven that the orthogonal gold code is perfectly 

suitable for large size of system. 

This work is directed from the literature of 

orthogonal codes presented in [5] and [7]. The orthogonal 

codes are generated from the preferred m-sequences thereby 

applying for large network system on chip (SoC). The new 

orthogonal codes are implemented on field programmable gate 

arrays (FPGA) and compared with Walsh codes.  

III. SPREADING CODES FOR CDMA 

Two types of sequences are popularly used for verity 

of communication that is one of the group is maximal 

sequence is known binary PN sequences and another group is 

orthogonal sequences [8]. 

A. Maximal Length Sequence 

The Maximal length sequences (m-sequences) are 

generated with linear feedback shift register (LFSR) and 

duplicate non-zero sequence which is produced with m-length 

registers thereby the length of sequence is . The 

m-sequences are produces longest codes by LFSR of a given 

length. The sequential shifting  or  along the path of 

sequence will be the output by performing arithmetic addition.  

 
Fig.1 Generation of m-sequence by a LFSR 

B. Gold Code 

To reduce the crosscorrelation of m-sequences, the 

gold code is generated with properly selected of two m-

sequences that is arithmetic addition of modulo-2 addition [9]. 

Fig.2 depicts the generation of gold code by preferred pair of 

m-sequences that each sequence length  and shown 

three crosscorrelation values { ,  and }. The 

advantage of gold code is generating large set of spreading 

sequences for the particular system. 

 
Fig.2 Generation of gold code sequence with correct selection of PN-

sequences 

 

C. Kasami Code 

 

Kasami codes are one of the important sequences of 

m-sequence because of its low correction values. Kasami 

sequence is having two different set of sequences that are 

small set and large set. The generating of small set of Kasami 

code is similar process of generation of gold code with   

   of m-sequence having period of  

. The crosscorrelation of small set of Kasami 

sequence is { , , }. The large set of 

Kasami sequence is composed with gold code and small set of 
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Kasami code whose period is . The 

crosscorrelation of large set of Kasami sequence is 

{ , , }. The maximum 

crosscorrelation of large set of Kasami code and gold code are 

equal 

D. Orthogonal sequences 

An orthogonal sequence improves the bandwidth 

utilization for spreading spectrum. The crosscorrelation of 

orthogonal sequence is almost zero. The best way of 

generating orthogonal code is with Walsh-Hadamard matrix. 

The Walsh based sequences generated orthogonal codes with 

power of . 

           

 
The row of Hadamard matrix is in the order of  

composes the Walsh codes which encode -bit sequences. 

Consider  in place of  and  in place of  for generating 

of proper length of orthogonal sequence. 

IV. GENERATION OF ORTHOGONAL GOLD CODE 

The generation of orthogonal code is needed for 

variable data rate communication with zero crosscorrelation. 

These codes are resulted by modifying original gold code 

which is generated with preferred pair of m-sequences. The 

gold codes are generated crosscorrelation value equal to  

for number of time shifts. This indicates the crosscorrelation 

values of time shifts of gold sequence provides  by 

appending an extra  to the original gold codes. For an 

instance, 7-bit chip gold code  modifies to get 

orthogonal gold code  whose length is 8. These 

set of  number of orthogonal gold codes having length of 

. 

The generation of orthogonal gold code are similar to 

Walsh based codes for supporting multi-rate data rate 

transmission. However, the Walsh based code generates 

 number of spreading codes for -length sequence 

where as orthogonal code produces  number of 

sequences. Table 1 depicts the comparison of number of 

spreading codes between Walsh and orthogonal gold code.  

From the table, it is clear that the difference at number of 

sequences is small when the system needs less spreading 

sequences proportionally the difference is large when system 

needs high spreading sequences. 

 

 

 

TABLE 1 Comparison of number of spreading sequences for Walsh and 

orthogonal code 

Length of code Number of distinct codes 

Walsh code Orthogonal code 

4 4 12 

16 16 240 

64 64 4032 

256 256 65280 

 

V. RESULTS AND DISCUSSION 

The orthogonal gold code is designed and 

implemented for CDMA in Xilinx software with Vertex-6 

Field Programmable Gated Array (FPGA) device. The 

orthogonal gold code is used for CDMA based on-chip 

communication and compared with Walsh code based CDMA.  

Fig.3 depicts the RTL (register-transfer level) schematic of 16-

bit orthogonal CDMA based communication system. Because 

of space constraint, decoding of CDMA is shown with only 

two nodes total of 16 nodes. The 16 orthogonal sequences are 

multiplexed with 16 different senders thereby these 

multiplexed data added arithmetically before encoding to the 

channel. In the decoding stage, the encoded data multiplexed 

with orthogonal gold code thereby original data is re-

constructed by comparison module whose inputs are from 

accumulating registers. 

 
Fig.3. RTL schematic of CDMA encoder and decoder with orthogonal gold 

code for 16 bit data 

Fig.4 shows the simulation result of 16-bit of CDMA 

with orthogonal gold code which is in blue colour is input data 

and red colour is output. The different simulations of CDMA 

are tested and demonstrated for finding of efficiency of 

orthogonal gold code based system. The all experiments 

proved that the original data packets are re-constructed 

accurately by using the orthogonal gold codes. 
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Fig. 4 Simulation result of 16-bit orthogonal gold code of CDMA system with 

two nodes 

The 4,8,16 and 32 bit orthogonal gold code of 

CDMA is implemented and synthesis results are shown in 

terms of area utilization (Occupied Slices, LUT-FF pair, 

Bonded IOBs), latency (delay) and power consumption 

(dynamic power consumption) are presented Table 2. From 

table, it infers that the CDMA technique with orthogonal gold 

code is also attainable for improve performance of 

communication on-chip. 
TABLE 2 Implementation results of CDMA with different orthogonal gold 

codes 

Data 

width 

Occupied 

Slices 

LUT-

FF 

pairs 

Bonded 

IOBs  

Delay 

(ns) 

Dynamic 

Power 

consumption 

(mW) 

4 31 39 18 2.993 0.98 

8 52 76 24 3.873 1.72 

16 115 176 40 6.648 6.49 

32 157 242 64 9.762 10.34 

 

The crosscorrelation values for 32- bit of orthogonal 

sequences are evaluated by simulation in MATLAB.  The 

comparison of the gold code, Walsh code and new proposed 

code (orthogonal gold) are shown in fig.5. From figure, it is 

clear that the orthogonal gold codes are providing less 

crosscorrelation than Walsh codes because of good correlation 

property of gold codes.  

 
Fig.5 Comparison of crosscorrelation for gold code, Walsh code 

and orthogonal gold code 

VI. CASE STUDY 

The CDMA is well suited for network on chip (NoC) 

communication architecture where the crossbar switch 

transfers the data packets simultaneously. Each NoC switch 

composes multi-input ports and multi-output ports to obtain 

high performance of on-chip communication [10]. To control 

data transferring in the presence of multiple ports, the design 

of arbiter and crossbar are critically important to achieve high 

performance NoC based SoC [11]. The conventional crossbar 

switch realized with combination of multiplexer and de-

multiplexer which suits for multiple data transmission. 

However, the data transfer speed of typical crossbar switch is 

not satisfying for NoC based SoC when number of ports are 

increased thereby the CDMA is now popularly suitable for 

NoC [12]. The crosstalk errors are also majorly affecting the 

performance of NoC because of scaling of technology 

decreases the space between the on-chip interconnects which 

leads to increase in coupling capacitance [13] hence the strong 

error control schemes are needed for maintaining high 

reliability of NoC based SoC systems. 

VII. CONCLUSION 

Orthogonal codes are considerably constraint for 

performance of CDMA systems. The Walsh based orthogonal 

codes popular for CDMA because of low crosscorrelation and 

orthogonal property.  However, the code utilization of Walsh 

based is less thereby it is not suitable for high port NoC fabric. 

An orthogonal gold codes exactly suitable for large systems 

due to high code utilization property. In this paper, the 

orthogonal gold codes are designed and implemented for 

CDMA thereby the comparison is provided between Walsh 

code and orthogonal gold code.  The orthogonal gold code 

shown more code utilization than Walsh code thereby it is 

used in large size of on- chip networks.  
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Combined Crosstalk Avoidance 
Code with Error Control Code 
for Detection and Correction of 
Random and Burst Errors
Ashok Kumar Kummary, Perumal Dananjayan, 

Kalannagari Viswanath and Vanga Karunakar Reddy

Abstract

Error correction codes are majorly important to detect and correct occurred 
errors because of various noise sources. When the technology is scaling down, the 
effect of noise sources is high. The coupling capacitance is one of the main con-
straints to affect the performance of on-chip interconnects. Because of coupling 
capacitance, the crosstalk is introduced at on-chip interconnecting wires. To control 
the single or multiple errors, an efficient error correction code is required. By com-
bining crosstalk avoidance with error control code, the reliable intercommunication 
is obtained in network-on-chip (NoC)-based system on chip (SoC). To reduce the 
power consumption of error control codes, the bus invert-based low-power code is 
integrated to network interface of NoC. The advanced work is designed and imple-
mented with Xilinx 14.7; thereby the performance of improved NoC is evaluated 
and compared with existing work. The 8×8 mesh-based NoC is simulated at various 
traffic patterns to analyze the energy dissipation and average data packet latency.

Keywords: NoC, CAC, ECC LPC, SoC, FPGA

1. Introduction

As technology is scaling up, a number of circuits are integrated in on-chip. The 
intercommunication among the on-chip devices is majorly important because of 
millions of integrated devices in the system on chip (SoC). The communication 
architectures of SoC are not efficient to provide high performance; thereby net-
work-on-chip (NoC) is the new paradigm introduced [1]. Because of parallelism, 
the NoC is providing high performance in terms of scalability and flexibility even 
in the case of millions of on-chip devices. Still, NoC suffers with design parameters 
that affect the performance of NoC. As technology is scaling up, the performance 
of NoC is mainly affected with coupling capacitance. The effect of crosstalk capaci-
tance is more in horizontal than in vertical; thereby the crosstalk errors frequently 
occur in on-chip interconnecting wires [2]. An efficient error correction code is 
required to control the crosstalk error that may occur once or multiple times. The 
crosstalk avoidance codes (CAC) are popularized to control the error in on-chip 
interconnects; thereby a reliable communication is obtained.
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The CAC reduced the worst-case switching capacitance in on-chip interconnects 
by avoiding the switching transitions of data that is 010-101. This condition reduced 
the worst-case capacitance from   (1 + 4λ)   C  L    to   (1 + 2λ)   C  L   ; hence, the energy dissipa-
tion is reduced from   (1 + 4λ)   C  L   α   V  

2

dd         to   (1 + 2λ)   C  L   α   V  
2

dd         where  λ  is the ratio of coupling 
capacitance to total capacitance,   C  L    is the self-capacitance of interconnection wire,  α  is 
the transition factor, and Vdd is the supply voltage for the system. The energy dissipa-
tion is reduced by reducing the transition activity of interconnection wires for the data 
packet. The behavior of relative delay with scaling of technology is shown in Figure 1.

International Technology Roadmap for Semiconductor (ITRS-2011) predicted 
that when the delay from the gates is reduced, the delay from wires is increased 
with scaling of technology because the interconnecting wires are affected more 
when scaling of technology is less than 45 nm [3]. Hence, the interconnecting wires 
affected the performance of NoC-based SoC in terms of delay as well as energy 
consumption, and it is huge in case of the errors.

The errors mainly occur in interconnecting wires because of coupling capaci-
tance; thereby strong error correction code (ECC) is required to detect and correct 
errors [4]. The error may occur once or multiple times, and also multiple errors 
occurred in interconnection wires; hence, the ECCs are not enough to detect and 
correct errors. In literature, different techniques are proposed for detection and 
correction of multiple errors. The parity check, dual rail (DR), modified dual rail 
(MDR), boundary shift code (BSC), and CAC are popularized among various 
techniques for control of multiple errors in interconnection wires.

The remaining chapter is as follows: Section 2 includes the related work of error 
control methods and also discussed the merits and demerits. Section 3 presented 
the proposed encoder and decoder of combined CAC-ECC method. Section 4 gives 
the advanced encoding and decoding of NoC router with combined LPC-CAC-ECC 
scheme. Section 5 discussed the implementation of proposed work in NoC architec-
ture, and finally, Section 6 concludes the chapter.

2. Related work

The detection and correction of errors present in the on-chip interconnects are 
majorly important because it leads to drop or block data packet; hence the performance 

Figure 1. 
Trend of relative delay with scaling of technology [3].
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of NoC architecture is reduced. Huge research is going on for the error detection and 
correction of on-chip interconnects. Parity code is used to detect 1-bit error in data 
packet. It is simple but errors are not corrected. Hamming code is proposed for detec-
tion of 2-bit errors and also correction of 1-bit error [5]. Various error control codes are 
introduced with the help of hamming code because it is easy to implement.

To reduce delay in on-chip interconnects, forbidden overlap condition (FOC), 
forbidden transition condition (FTC), and forbidden pattern condition (FPC) of 
crosstalk avoidance code are used [6]. The crosstalk avoidance codes are reduced 
delay from   (1 + 4λ)   C  L    to   (1 + 2λ)   C  L    and also energy dissipation. Still, the area utiliza-
tion has increased because the extra bits are added to the original data packet. To 
control multiple errors, duplicate parity (DAP) is proposed by duplicating data 
packets, and then hamming code is used for transmission of duplicated data [7]. 
The average data packet latency is reduced by DAP-based method, although the 
power consumption has increased because the number of interconnecting wires 
is increased. To reduce the power consumption in the case of crosstalk avoidance 
codes, Sridhara and Shanbhag [8] proposed and combined a low-power code (LPC) 
with crosstalk avoidance codes.

The FOC, FTC, and FPC are used for detection and correction of errors due to 
crosstalk; thereby the data packet latency is reduced. To reduce power consumption, 
bus invert-based technique is used and combined with error control codes. The 
joint LPC-CAC code improved the performance of NoC, but still, area utilization 
has increased. To obtain reliable on-chip communication, Single Error Correcting-
Burst Error Detecting (SEC-BED) with Hybrid Automatic Repeat reQuest (HARQ ) 
is proposed. The single random error is detected and corrected, whereas the 
retransmission is requested when double random and burst errors are detected. The 
SEC-BED scheme detected errors efficiently, although the delay, area, and power 
consumption have increased because of Ex-Or-based tree structure used in calculat-
ing parity check bits and go-back-N-based retransmission used in HARQ.

To reduce worst-case bus delay, joint crosstalk avoidance with triple error 
correction (JTEC) code is proposed. In encoding operation, the code word is used 
with hamming code and then duplicated. Because hamming code is duplicated, the 
decoder detected 4-bit errors and corrected 3-bit errors. Because JTEC required 
large area, JTEC is advanced as JTEC-simultaneous quadruple error detection 
(JTEC-SQED). The JTEC-SQED replaced hamming codes into Hsiao codes; thereby 
the performance is improved when compared with JTEC. To increase error control 
capability, triplicate add parity (TAP) is used for encoding data and compared with 
sent parity bit in decoder to detect and correct the errors in interconnecting wires 
[9]. The TAP-based error control scheme efficiently detected and corrected 1-bit, 
2-bit, and some 3-bit errors. Still, the power consumption has increased because the 
required number of interconnecting wires increases.

To reduce the power consumption with TAP-based scheme, this chapter pro-
poses joint LPC-CAC-ECC scheme to detect and correct 1-bit, 2-bit, and some 3-bit 
burst errors efficiently, and also the power consumption of codec module is reduced 
with the help of BI technique. The proposed work is mainly concentrated on con-
trolling of multiple errors and also improving of NoC communication architecture.

3. Joint CAC-ECC

The ability of error control method is determined by the reliable communica-
tion which is provided in the presence of errors. By embedding the error control 
schemes, the performance of the system is reduced when compared with error 
control scheme-less system. The data packet latency and power consumption 
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affect more in the presence of error control schemes. To detect and correct mul-
tiple errors efficiently, the CAC-ECC methods are combined. In this chapter, the 
1-bit and 2-bit errors due to crosstalk are detected and corrected and also some of 
the 3-bit errors.

Triplicate add parity (TAP)-based encoder is used to transfer the data from 
source to destination through the interconnection wires. Figure 2 depicts TAP-
based encoder of joint CAC-ECC scheme. The 32-bit data triplicates to encode to the 
destination through interconnection wires. In the advanced encoder, each data bit 
triplicates and also calculates overall parity of 32-bit data; hence, a total of 97-bits 
of data are encoded to the decoder section. By triplication, the errors are efficiently 
controlled in the interconnecting wires.

The parity bit is also measured with Ex-Or operation and encoded to the decoder 
section to check the parity of received data. By the comparison of parity, the errors 
are detected and corrected efficiently. The decoder structure of joint CAC-ECC 
scheme is shown in Figure 3.

The decoder divides encoded data into three groups, and parity of each group 
is calculated and compared with sent parity bit. The encoded data are divided into 
three groups of 32-bit data with the help of group separator, and sent parity bit (p0) 
is used to compare with the parity of each group (p1, p2, p3). The 1-bit and 2-bit 
errors are detected when parity of group changed from sent parity. Table 1 depicts 
the different possibilities of errors at data bits in interconnection wires. The 1-bit 
errors are detected with its parity. The 2- and 3-bit errors are identified by consider-
ing the following instances:

Instance I: p1 = p2 and p2 ≠ p3.
To find out error-less group, the parity of group 1 is compared with sent parity 

(p0). If p0 is equal to p1, then group 1 is considered as error-less, otherwise group 3 
is considered as error-less.

Instance II: p1 ≠ p2 and p2 = p3.
To find out error-less group, the parity of group 1 is compared with sent parity. 

If p0 is equal to p1, then group 1 is considered as error-free, otherwise group 2 is 
error-free.

Figure 2. 
TAP-based encoder of proposed scheme.
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Instance III: p1 ≠ p2 and p2 ≠ p3.
To find out error-less group, the parity of group 1 is compared with sent parity. If 

p0 = p1, then the group is considered as error-free, otherwise group 2 is error-free.
Instance IV: p1 = p2 and p2 = p3.
The error bits highlighted in Table 1 are considered for this instance. Because of 

not detecting the even parities, the error bits having even parities are divided into 
two categories. (i) 1-bit error in three groups is called burst error. When p0 = p1 
and p1 = p2, then burst error is detectable or else consider another category.  
(ii) The original data of group 1, group 2, and group 3 are compared to select error-
free group. When group 1 is equal to group 2, then group 2 is selected as error-free 
or else group 2 and group 3 are compared again. When group 2 is equal to group 3, 
then group is considered as error-free or else group-1 is considered as error-free.

The number of detection and correction bits of ECC depended on the hamming 
distance of technique. The hamming distance of TAP-based scheme is four; that is, 
the triplication of data is presented, the hamming distance is three, and also one is 
from added parity bit. If the hamming distance of original data packets is k, then 

Figure 3. 
Decoder structure of joint CAC-ECC scheme.

1-bit error 2-bit errors 3-bit errors

Group 1 

(p1)

1 0 0 1 0 1 2 0 0 1 0 1 0 3 0 0 1 2 2

Group 2 

(p2)

0 1 0 1 1 0 0 2 0 1 1 0 2 0 3 0 2 1 0

Group 3 

(p3)

0 0 1 0 1 1 0 0 2 1 2 2 1 0 0 3 0 0 1

Correct Correct Correct Incorrect

Table 1. 
Different possible error bits in interconnecting wires.
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the number of detection error bits is  k − 1  and the number of correction bits is    k − 1 ___ 
2
   ; 

hence, CAC-ECC scheme detected three error bits and corrected two error bits.
Though the CAC-ECC scheme has detected and corrected crosstalk errors effi-

ciently, the power consumption and data packet latency have huge increase because 
more number of interconnecting wires are used in the advanced error control scheme. 
Because of triplication of original data, the combined CAC-ECC scheme used more 
number of wires; thereby the power consumption of advanced method has increased.

4. Advanced NoC router

The errors affect more on the performance of NoC-based SoC because of more 
number of interconnection links involved for parallel processing. The combined 
CAC-ECC scheme is embedded in the network interface (NI) of router; thereby 
the errors are controlled and also avoided to propagate to remaining network. The 
encoder of error control scheme is embedded to transmit NI (TX-NI), and decoder 
of error control scheme is added to the receive NI (RX-NI); thereby the original 
data are transferred efficiently. Because of embedded combined CAC-ECC in the 
NI, the router of NoC presented huge power consumption; hence, there is a need 
of reducing the power consumption in NoC. By analyzing various error control 
schemes in NI, flexible unequal error control (FUEC) methodology is introduced 
and generalized to any kind of error control codes [10].

4.1 Combined LPC-CA-ECC scheme

To reduce power consumption in NoC architecture in the case of error control 
schemes, the low-power code is added to the error control codes; thereby the power 
consumption is reduced and also errors are corrected efficiently. Bus invert (BI) 
method is used to reduce the transition activity of interconnecting wires; thereby 
the power consumption is reduced. The power consumption is given in  eq. (1).

   P  d   = α   C  L    f  c    V  dd  2    (1)

where  α  is the transition activity,   C  L    is the load capacitance,   f  c    is the maximum 
clock frequency, and   V  dd    is the supply voltage. From Eq. (1), it is known that the 
dynamic power consumption is directly proportional to the transition activity.

The bus invert-based low-power code (LPC) is shown in Figure 4. The BI 
technique reduced the number of transitions by using the hamming distance of 
original data packet; thereby the original data are inverted before encoding. The 
original data are inverted when the hamming distance is more than half, other-
wise it is sent to encoder without inverting. The majority of voter circuit with 
combination of Ex-Or gates inverted the data when it is required. The majority 
of voter circuit is composed of a number of full-adders, which increases the size 
of circuit.

4.2 HARQ

The combined LPC-CAC-ECC scheme detected and corrected multiple crosstalk 
errors and also reduced the power consumption of on-chip interconnects. The 
error control scheme does not correct some of the 3-bit errors; hence, the hybrid 
automatic retransmission request (HARQ ) is enabled to retransfer the data from 
source to destination. The HARQ resend the data packets when the receiver asserted 
continuous three negative acknowledgments (NACK).

190



7

Combined Crosstalk Avoidance Code with Error Control Code for Detection and Correction…
DOI: http://dx.doi.org/10.5772/intechopen.83561

The advanced work of error control scheme is embedded in the NI of the NoC, 
and also codec module is responsible for encoding and decoding of the data without 
errors. To improve the data transfer speed of NoC, each router is added with an extra 
PE; thereby the number of router required to complete data transfer is reduced. To 
control arbitration among ports of router, the advanced scheduling algorithms are 
used in arbiter. The selected port transferred the data to the output through crossbar 
switch. To avoid deadlock error, each port of router is composed of buffer memory 
and its controller. A store and forward packet switching (SF) and minimal routing 
algorithm are used to improve the performance of mesh-based NoC architecture [11].

5. Implementation

The advanced error control scheme is designed in Xilinx 14.7 and implemented 
on Virtex-6 Field Programmable Gate Array (FPGA) target device. The simulation 
and synthesis are demonstrated for each module of NoC. The performance of NoC 
is evaluated in terms of area utilization (occupied slices, LUT-FF pairs, and bonded 
IOBs), latency (delay), and power consumption. Table 2 shows the performance of 
encoder and decoder of joint CAC-ECC scheme. The area utilization and delay of 
codec module are increased linearly with the increase of data width because of the 
number of interconnection wires in encoder and also the number of cycles required 
to detect and correct error in decoder.

The data transfer of the encoder is more than the decoder because of the number of 
rounds required to detect and correct. The required cycles increase more in the case of 
more number of error bits and also higher data width. Tables 3 and 4 show the perfor-
mance of NoC router with CAC-ECC scheme and joint CAC-ECC-LPC scheme. From 
Table 3, it is inferred that the data transfer speed of NoC in the presence of soft errors 
decreased with the increase of data width because more number of interconnecting 

Figure 4. 
Bus invert method of low-power code.
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wires are required for encoder of CAC-ECC scheme and also more number of cycles 
are required in decoder to detect and correct the soft errors in on-chip interconnecting 
wires. Hence, the power consumption is huge when data width is large.

From Table 4, it is clear that the low-power code is reducing the total power 
consumption even in the case of error control schemes. It is observed that the 
data transfer speed of NoC maintained the same and the power consumption is 
reduced from little to huge when data width is increased. Still, the area utilization 
is increased in joint LPC-CAC-ECC scheme because of a number of combinational 
circuits required in BI method to reduce the power consumption.

As BI code worked based on hamming distance of original data, the area utiliza-
tion is increased. Still, it is reduced when hamming distance of original data is less 
than half; hence, the performance of NoC is improved.

Table 5 shows the comparison of proposed error control scheme with recent 
schemes for 32-bit of data width. From Table 5, it is observed that the proposed 
method shows better results than the existing error control methods. The com-
parison is shown with various parameters such as number of wires used, number 
of error detection and correction, swing voltage of interconnect, delay for detec-
tion and correction, and also power consumption. Among all methods, CADEC 
provided better results than the proposed work. Still, detection and correction of 
CADEC are limited to 2-bit errors. The power consumption of proposed work has 
improved to 11% than JTEC.

Family Number of 

slice registers

Number of 

slice LUTs

Number of fully 

used LUT-FF pairs

Latency 

(ns)

Power consumption 

(mW)

8-bit 814 566 375 3.70 9.56

16-bit 952 636 453 5.52 47.42

32-bit 1858 1485 676 6.06 89.55

Table 3. 
Performance of NoC router with CAC-ECC scheme.

Family Number of 

occupied slices

Number of slice 

LUTs

Number of bonded 

IOBs

Delay (ns)

Encoder Decoder Encoder Decoder Encoder Decoder Encoder Decoder

8-bit 1 15 2 39 35 36 1.01 2.82

16-bit 3 24 2 42 67 68 1.37 3.15

32-bit 7 49 7 79 131 132 1.53 3.20

Table 2. 
Area utilization and delay of codec module of CAC-ECC scheme.

Family Number of 

slice registers

Number of 

slice LUTs

Number of fully 

used LUT-FF pairs

Latency 

(ns)

Power 

consumption 

(mW)

8-bit 823 635 440 3.70 9.40

16-bit 996 764 518 5.52 46.90

32-bit 1926 1599 1014 6.06 81.64

Table 4. 
Performance of NoC router with joint LPC-CAC-ECC method.
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S. no. Coding 

scheme

Data 

width

Number 

of wires 

used

Error 

detection

Error 

correction

Link 

swing 

voltage 

(V)

Delay Power 

consumption 

(μW)

1 Hamming 32 38 Double Single 1.02 1 + 4λ 49.30

2 Hsiao 

SEC-DED 

[12]

32 39 Double Single 1.02 1 + 4λ 51.60

3 DAP [13] 32 65 Double Single 1.02 1 + 2λ 16.22

4 CADEC 

[7]

32 77 Random 

and burst 

error of 

two

1-bit and 

2-bit errors

0.89 1 + 2λ 26.77

5 JTEC [14] 32 77 Random 

and burst 

error of 

three

1-bit and 

2-bit errors

0.81 1 + 2λ 39.49

6 Joint LPC-

CAC-ECC

32 97 Random 

and burst 

error of 

three

1-bit, 2-bit 

errors, and 

some of 3

0.61 1 + 2λ 34.86

Table 5. 
Comparison of advanced error control scheme with recent work.

Figure 5. 
Simulation results of data packet latency (a) and energy dissipation (b) of advanced NoC with others.
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To analyze the data packet latency and energy dissipation, the advanced NoC 
architecture is simulated 32 times at uniform-random traffic in Riviera-pro win-
dows version. Each experiment of simulation showed less latency and less energy 
dissipation. The 8×8 mesh-based NoC is simulated and compared with recent NoC, 
that is, JTC [14], and also uncoded NoC. From Figure 5, it is clear that the advanced 
NoC has lesser data packet latency and has greater than uncoded because the 
advanced router transfers the data with joint CAC-ECC scheme in case of occurred 
errors; otherwise it transfers without error control scheme. The energy dissipation 
of advanced NoC is lesser than both existing works because the BI-based LPC is 
utilized in router in case of error control code being embedded in the NI.

6. Conclusion

The scaling of technology introduces number of errors in on-chip interconnects. 
The crosstalk errors majorly affected the performance of NoC communication 
architecture due to the coupling capacitance between the interconnecting wires. This 
chapter discussed number of errors and their control schemes. To control multiple 
errors, joint CAC-ECC scheme is embedded in NI; hence the errors are controlled 
and avoided to propagate remaining network. As error control scheme presented 
more power consumption, the BI-based method of low-power code used to reduce 
the case of error control scheme is used. The performance of advanced NoC is 
simulated and compared with recent work; thereby 11% improvement is shown 
when compared with JTC. To analyze the data packet latency and energy dissipation, 
the 8×8 mesh-based NoC architecture is simulated and compared with recent work; 
thereby the advanced NoC architecture shows better results than the recent NoC.
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Chapter

Combined Crosstalk Avoidance 
Code with Error Control Code 
for Detection and Correction of 
Random and Burst Errors
Ashok Kumar Kummary, Perumal Dananjayan, 

Kalannagari Viswanath and Vanga Karunakar Reddy

Abstract

Error correction codes are majorly important to detect and correct occurred 
errors because of various noise sources. When the technology is scaling down, the 
effect of noise sources is high. The coupling capacitance is one of the main con-
straints to affect the performance of on-chip interconnects. Because of coupling 
capacitance, the crosstalk is introduced at on-chip interconnecting wires. To control 
the single or multiple errors, an efficient error correction code is required. By com-
bining crosstalk avoidance with error control code, the reliable intercommunication 
is obtained in network-on-chip (NoC)-based system on chip (SoC). To reduce the 
power consumption of error control codes, the bus invert-based low-power code is 
integrated to network interface of NoC. The advanced work is designed and imple-
mented with Xilinx 14.7; thereby the performance of improved NoC is evaluated 
and compared with existing work. The 8×8 mesh-based NoC is simulated at various 
traffic patterns to analyze the energy dissipation and average data packet latency.

Keywords: NoC, CAC, ECC LPC, SoC, FPGA

1. Introduction

As technology is scaling up, a number of circuits are integrated in on-chip. The 
intercommunication among the on-chip devices is majorly important because of 
millions of integrated devices in the system on chip (SoC). The communication 
architectures of SoC are not efficient to provide high performance; thereby net-
work-on-chip (NoC) is the new paradigm introduced [1]. Because of parallelism, 
the NoC is providing high performance in terms of scalability and flexibility even 
in the case of millions of on-chip devices. Still, NoC suffers with design parameters 
that affect the performance of NoC. As technology is scaling up, the performance 
of NoC is mainly affected with coupling capacitance. The effect of crosstalk capaci-
tance is more in horizontal than in vertical; thereby the crosstalk errors frequently 
occur in on-chip interconnecting wires [2]. An efficient error correction code is 
required to control the crosstalk error that may occur once or multiple times. The 
crosstalk avoidance codes (CAC) are popularized to control the error in on-chip 
interconnects; thereby a reliable communication is obtained.
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The CAC reduced the worst-case switching capacitance in on-chip interconnects 
by avoiding the switching transitions of data that is 010-101. This condition reduced 
the worst-case capacitance from   (1 + 4λ)   C  L    to   (1 + 2λ)   C  L   ; hence, the energy dissipa-
tion is reduced from   (1 + 4λ)   C  L   α   V  

2

dd         to   (1 + 2λ)   C  L   α   V  
2

dd         where  λ  is the ratio of coupling 
capacitance to total capacitance,   C  L    is the self-capacitance of interconnection wire,  α  is 
the transition factor, and Vdd is the supply voltage for the system. The energy dissipa-
tion is reduced by reducing the transition activity of interconnection wires for the data 
packet. The behavior of relative delay with scaling of technology is shown in Figure 1.

International Technology Roadmap for Semiconductor (ITRS-2011) predicted 
that when the delay from the gates is reduced, the delay from wires is increased 
with scaling of technology because the interconnecting wires are affected more 
when scaling of technology is less than 45 nm [3]. Hence, the interconnecting wires 
affected the performance of NoC-based SoC in terms of delay as well as energy 
consumption, and it is huge in case of the errors.

The errors mainly occur in interconnecting wires because of coupling capaci-
tance; thereby strong error correction code (ECC) is required to detect and correct 
errors [4]. The error may occur once or multiple times, and also multiple errors 
occurred in interconnection wires; hence, the ECCs are not enough to detect and 
correct errors. In literature, different techniques are proposed for detection and 
correction of multiple errors. The parity check, dual rail (DR), modified dual rail 
(MDR), boundary shift code (BSC), and CAC are popularized among various 
techniques for control of multiple errors in interconnection wires.

The remaining chapter is as follows: Section 2 includes the related work of error 
control methods and also discussed the merits and demerits. Section 3 presented 
the proposed encoder and decoder of combined CAC-ECC method. Section 4 gives 
the advanced encoding and decoding of NoC router with combined LPC-CAC-ECC 
scheme. Section 5 discussed the implementation of proposed work in NoC architec-
ture, and finally, Section 6 concludes the chapter.

2. Related work

The detection and correction of errors present in the on-chip interconnects are 
majorly important because it leads to drop or block data packet; hence the performance 

Figure 1. 
Trend of relative delay with scaling of technology [3].
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of NoC architecture is reduced. Huge research is going on for the error detection and 
correction of on-chip interconnects. Parity code is used to detect 1-bit error in data 
packet. It is simple but errors are not corrected. Hamming code is proposed for detec-
tion of 2-bit errors and also correction of 1-bit error [5]. Various error control codes are 
introduced with the help of hamming code because it is easy to implement.

To reduce delay in on-chip interconnects, forbidden overlap condition (FOC), 
forbidden transition condition (FTC), and forbidden pattern condition (FPC) of 
crosstalk avoidance code are used [6]. The crosstalk avoidance codes are reduced 
delay from   (1 + 4λ)   C  L    to   (1 + 2λ)   C  L    and also energy dissipation. Still, the area utiliza-
tion has increased because the extra bits are added to the original data packet. To 
control multiple errors, duplicate parity (DAP) is proposed by duplicating data 
packets, and then hamming code is used for transmission of duplicated data [7]. 
The average data packet latency is reduced by DAP-based method, although the 
power consumption has increased because the number of interconnecting wires 
is increased. To reduce the power consumption in the case of crosstalk avoidance 
codes, Sridhara and Shanbhag [8] proposed and combined a low-power code (LPC) 
with crosstalk avoidance codes.

The FOC, FTC, and FPC are used for detection and correction of errors due to 
crosstalk; thereby the data packet latency is reduced. To reduce power consumption, 
bus invert-based technique is used and combined with error control codes. The 
joint LPC-CAC code improved the performance of NoC, but still, area utilization 
has increased. To obtain reliable on-chip communication, Single Error Correcting-
Burst Error Detecting (SEC-BED) with Hybrid Automatic Repeat reQuest (HARQ ) 
is proposed. The single random error is detected and corrected, whereas the 
retransmission is requested when double random and burst errors are detected. The 
SEC-BED scheme detected errors efficiently, although the delay, area, and power 
consumption have increased because of Ex-Or-based tree structure used in calculat-
ing parity check bits and go-back-N-based retransmission used in HARQ.

To reduce worst-case bus delay, joint crosstalk avoidance with triple error 
correction (JTEC) code is proposed. In encoding operation, the code word is used 
with hamming code and then duplicated. Because hamming code is duplicated, the 
decoder detected 4-bit errors and corrected 3-bit errors. Because JTEC required 
large area, JTEC is advanced as JTEC-simultaneous quadruple error detection 
(JTEC-SQED). The JTEC-SQED replaced hamming codes into Hsiao codes; thereby 
the performance is improved when compared with JTEC. To increase error control 
capability, triplicate add parity (TAP) is used for encoding data and compared with 
sent parity bit in decoder to detect and correct the errors in interconnecting wires 
[9]. The TAP-based error control scheme efficiently detected and corrected 1-bit, 
2-bit, and some 3-bit errors. Still, the power consumption has increased because the 
required number of interconnecting wires increases.

To reduce the power consumption with TAP-based scheme, this chapter pro-
poses joint LPC-CAC-ECC scheme to detect and correct 1-bit, 2-bit, and some 3-bit 
burst errors efficiently, and also the power consumption of codec module is reduced 
with the help of BI technique. The proposed work is mainly concentrated on con-
trolling of multiple errors and also improving of NoC communication architecture.

3. Joint CAC-ECC

The ability of error control method is determined by the reliable communica-
tion which is provided in the presence of errors. By embedding the error control 
schemes, the performance of the system is reduced when compared with error 
control scheme-less system. The data packet latency and power consumption 
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affect more in the presence of error control schemes. To detect and correct mul-
tiple errors efficiently, the CAC-ECC methods are combined. In this chapter, the 
1-bit and 2-bit errors due to crosstalk are detected and corrected and also some of 
the 3-bit errors.

Triplicate add parity (TAP)-based encoder is used to transfer the data from 
source to destination through the interconnection wires. Figure 2 depicts TAP-
based encoder of joint CAC-ECC scheme. The 32-bit data triplicates to encode to the 
destination through interconnection wires. In the advanced encoder, each data bit 
triplicates and also calculates overall parity of 32-bit data; hence, a total of 97-bits 
of data are encoded to the decoder section. By triplication, the errors are efficiently 
controlled in the interconnecting wires.

The parity bit is also measured with Ex-Or operation and encoded to the decoder 
section to check the parity of received data. By the comparison of parity, the errors 
are detected and corrected efficiently. The decoder structure of joint CAC-ECC 
scheme is shown in Figure 3.

The decoder divides encoded data into three groups, and parity of each group 
is calculated and compared with sent parity bit. The encoded data are divided into 
three groups of 32-bit data with the help of group separator, and sent parity bit (p0) 
is used to compare with the parity of each group (p1, p2, p3). The 1-bit and 2-bit 
errors are detected when parity of group changed from sent parity. Table 1 depicts 
the different possibilities of errors at data bits in interconnection wires. The 1-bit 
errors are detected with its parity. The 2- and 3-bit errors are identified by consider-
ing the following instances:

Instance I: p1 = p2 and p2 ≠ p3.
To find out error-less group, the parity of group 1 is compared with sent parity 

(p0). If p0 is equal to p1, then group 1 is considered as error-less, otherwise group 3 
is considered as error-less.

Instance II: p1 ≠ p2 and p2 = p3.
To find out error-less group, the parity of group 1 is compared with sent parity. 

If p0 is equal to p1, then group 1 is considered as error-free, otherwise group 2 is 
error-free.

Figure 2. 
TAP-based encoder of proposed scheme.
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Instance III: p1 ≠ p2 and p2 ≠ p3.
To find out error-less group, the parity of group 1 is compared with sent parity. If 

p0 = p1, then the group is considered as error-free, otherwise group 2 is error-free.
Instance IV: p1 = p2 and p2 = p3.
The error bits highlighted in Table 1 are considered for this instance. Because of 

not detecting the even parities, the error bits having even parities are divided into 
two categories. (i) 1-bit error in three groups is called burst error. When p0 = p1 
and p1 = p2, then burst error is detectable or else consider another category.  
(ii) The original data of group 1, group 2, and group 3 are compared to select error-
free group. When group 1 is equal to group 2, then group 2 is selected as error-free 
or else group 2 and group 3 are compared again. When group 2 is equal to group 3, 
then group is considered as error-free or else group-1 is considered as error-free.

The number of detection and correction bits of ECC depended on the hamming 
distance of technique. The hamming distance of TAP-based scheme is four; that is, 
the triplication of data is presented, the hamming distance is three, and also one is 
from added parity bit. If the hamming distance of original data packets is k, then 

Figure 3. 
Decoder structure of joint CAC-ECC scheme.

1-bit error 2-bit errors 3-bit errors

Group 1 

(p1)

1 0 0 1 0 1 2 0 0 1 0 1 0 3 0 0 1 2 2

Group 2 

(p2)

0 1 0 1 1 0 0 2 0 1 1 0 2 0 3 0 2 1 0

Group 3 

(p3)

0 0 1 0 1 1 0 0 2 1 2 2 1 0 0 3 0 0 1

Correct Correct Correct Incorrect

Table 1. 
Different possible error bits in interconnecting wires.

206



Coding Theory

6

the number of detection error bits is  k − 1  and the number of correction bits is    k − 1 ___ 
2
   ; 

hence, CAC-ECC scheme detected three error bits and corrected two error bits.
Though the CAC-ECC scheme has detected and corrected crosstalk errors effi-

ciently, the power consumption and data packet latency have huge increase because 
more number of interconnecting wires are used in the advanced error control scheme. 
Because of triplication of original data, the combined CAC-ECC scheme used more 
number of wires; thereby the power consumption of advanced method has increased.

4. Advanced NoC router

The errors affect more on the performance of NoC-based SoC because of more 
number of interconnection links involved for parallel processing. The combined 
CAC-ECC scheme is embedded in the network interface (NI) of router; thereby 
the errors are controlled and also avoided to propagate to remaining network. The 
encoder of error control scheme is embedded to transmit NI (TX-NI), and decoder 
of error control scheme is added to the receive NI (RX-NI); thereby the original 
data are transferred efficiently. Because of embedded combined CAC-ECC in the 
NI, the router of NoC presented huge power consumption; hence, there is a need 
of reducing the power consumption in NoC. By analyzing various error control 
schemes in NI, flexible unequal error control (FUEC) methodology is introduced 
and generalized to any kind of error control codes [10].

4.1 Combined LPC-CA-ECC scheme

To reduce power consumption in NoC architecture in the case of error control 
schemes, the low-power code is added to the error control codes; thereby the power 
consumption is reduced and also errors are corrected efficiently. Bus invert (BI) 
method is used to reduce the transition activity of interconnecting wires; thereby 
the power consumption is reduced. The power consumption is given in  eq. (1).

   P  d   = α   C  L    f  c    V  dd  2    (1)

where  α  is the transition activity,   C  L    is the load capacitance,   f  c    is the maximum 
clock frequency, and   V  dd    is the supply voltage. From Eq. (1), it is known that the 
dynamic power consumption is directly proportional to the transition activity.

The bus invert-based low-power code (LPC) is shown in Figure 4. The BI 
technique reduced the number of transitions by using the hamming distance of 
original data packet; thereby the original data are inverted before encoding. The 
original data are inverted when the hamming distance is more than half, other-
wise it is sent to encoder without inverting. The majority of voter circuit with 
combination of Ex-Or gates inverted the data when it is required. The majority 
of voter circuit is composed of a number of full-adders, which increases the size 
of circuit.

4.2 HARQ

The combined LPC-CAC-ECC scheme detected and corrected multiple crosstalk 
errors and also reduced the power consumption of on-chip interconnects. The 
error control scheme does not correct some of the 3-bit errors; hence, the hybrid 
automatic retransmission request (HARQ ) is enabled to retransfer the data from 
source to destination. The HARQ resend the data packets when the receiver asserted 
continuous three negative acknowledgments (NACK).
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The advanced work of error control scheme is embedded in the NI of the NoC, 
and also codec module is responsible for encoding and decoding of the data without 
errors. To improve the data transfer speed of NoC, each router is added with an extra 
PE; thereby the number of router required to complete data transfer is reduced. To 
control arbitration among ports of router, the advanced scheduling algorithms are 
used in arbiter. The selected port transferred the data to the output through crossbar 
switch. To avoid deadlock error, each port of router is composed of buffer memory 
and its controller. A store and forward packet switching (SF) and minimal routing 
algorithm are used to improve the performance of mesh-based NoC architecture [11].

5. Implementation

The advanced error control scheme is designed in Xilinx 14.7 and implemented 
on Virtex-6 Field Programmable Gate Array (FPGA) target device. The simulation 
and synthesis are demonstrated for each module of NoC. The performance of NoC 
is evaluated in terms of area utilization (occupied slices, LUT-FF pairs, and bonded 
IOBs), latency (delay), and power consumption. Table 2 shows the performance of 
encoder and decoder of joint CAC-ECC scheme. The area utilization and delay of 
codec module are increased linearly with the increase of data width because of the 
number of interconnection wires in encoder and also the number of cycles required 
to detect and correct error in decoder.

The data transfer of the encoder is more than the decoder because of the number of 
rounds required to detect and correct. The required cycles increase more in the case of 
more number of error bits and also higher data width. Tables 3 and 4 show the perfor-
mance of NoC router with CAC-ECC scheme and joint CAC-ECC-LPC scheme. From 
Table 3, it is inferred that the data transfer speed of NoC in the presence of soft errors 
decreased with the increase of data width because more number of interconnecting 

Figure 4. 
Bus invert method of low-power code.
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wires are required for encoder of CAC-ECC scheme and also more number of cycles 
are required in decoder to detect and correct the soft errors in on-chip interconnecting 
wires. Hence, the power consumption is huge when data width is large.

From Table 4, it is clear that the low-power code is reducing the total power 
consumption even in the case of error control schemes. It is observed that the 
data transfer speed of NoC maintained the same and the power consumption is 
reduced from little to huge when data width is increased. Still, the area utilization 
is increased in joint LPC-CAC-ECC scheme because of a number of combinational 
circuits required in BI method to reduce the power consumption.

As BI code worked based on hamming distance of original data, the area utiliza-
tion is increased. Still, it is reduced when hamming distance of original data is less 
than half; hence, the performance of NoC is improved.

Table 5 shows the comparison of proposed error control scheme with recent 
schemes for 32-bit of data width. From Table 5, it is observed that the proposed 
method shows better results than the existing error control methods. The com-
parison is shown with various parameters such as number of wires used, number 
of error detection and correction, swing voltage of interconnect, delay for detec-
tion and correction, and also power consumption. Among all methods, CADEC 
provided better results than the proposed work. Still, detection and correction of 
CADEC are limited to 2-bit errors. The power consumption of proposed work has 
improved to 11% than JTEC.

Family Number of 

slice registers

Number of 

slice LUTs

Number of fully 

used LUT-FF pairs

Latency 

(ns)

Power consumption 

(mW)

8-bit 814 566 375 3.70 9.56

16-bit 952 636 453 5.52 47.42

32-bit 1858 1485 676 6.06 89.55

Table 3. 
Performance of NoC router with CAC-ECC scheme.

Family Number of 

occupied slices

Number of slice 

LUTs

Number of bonded 

IOBs

Delay (ns)

Encoder Decoder Encoder Decoder Encoder Decoder Encoder Decoder

8-bit 1 15 2 39 35 36 1.01 2.82

16-bit 3 24 2 42 67 68 1.37 3.15

32-bit 7 49 7 79 131 132 1.53 3.20

Table 2. 
Area utilization and delay of codec module of CAC-ECC scheme.

Family Number of 

slice registers

Number of 

slice LUTs

Number of fully 

used LUT-FF pairs

Latency 

(ns)

Power 

consumption 

(mW)

8-bit 823 635 440 3.70 9.40

16-bit 996 764 518 5.52 46.90

32-bit 1926 1599 1014 6.06 81.64

Table 4. 
Performance of NoC router with joint LPC-CAC-ECC method.
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S. no. Coding 

scheme

Data 

width

Number 

of wires 

used

Error 

detection

Error 

correction

Link 

swing 

voltage 

(V)

Delay Power 

consumption 

(μW)

1 Hamming 32 38 Double Single 1.02 1 + 4λ 49.30

2 Hsiao 

SEC-DED 

[12]

32 39 Double Single 1.02 1 + 4λ 51.60

3 DAP [13] 32 65 Double Single 1.02 1 + 2λ 16.22

4 CADEC 

[7]

32 77 Random 

and burst 

error of 

two

1-bit and 

2-bit errors

0.89 1 + 2λ 26.77

5 JTEC [14] 32 77 Random 

and burst 

error of 

three

1-bit and 

2-bit errors

0.81 1 + 2λ 39.49

6 Joint LPC-

CAC-ECC

32 97 Random 

and burst 

error of 

three

1-bit, 2-bit 

errors, and 

some of 3

0.61 1 + 2λ 34.86

Table 5. 
Comparison of advanced error control scheme with recent work.

Figure 5. 
Simulation results of data packet latency (a) and energy dissipation (b) of advanced NoC with others.
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To analyze the data packet latency and energy dissipation, the advanced NoC 
architecture is simulated 32 times at uniform-random traffic in Riviera-pro win-
dows version. Each experiment of simulation showed less latency and less energy 
dissipation. The 8×8 mesh-based NoC is simulated and compared with recent NoC, 
that is, JTC [14], and also uncoded NoC. From Figure 5, it is clear that the advanced 
NoC has lesser data packet latency and has greater than uncoded because the 
advanced router transfers the data with joint CAC-ECC scheme in case of occurred 
errors; otherwise it transfers without error control scheme. The energy dissipation 
of advanced NoC is lesser than both existing works because the BI-based LPC is 
utilized in router in case of error control code being embedded in the NI.

6. Conclusion

The scaling of technology introduces number of errors in on-chip interconnects. 
The crosstalk errors majorly affected the performance of NoC communication 
architecture due to the coupling capacitance between the interconnecting wires. This 
chapter discussed number of errors and their control schemes. To control multiple 
errors, joint CAC-ECC scheme is embedded in NI; hence the errors are controlled 
and avoided to propagate remaining network. As error control scheme presented 
more power consumption, the BI-based method of low-power code used to reduce 
the case of error control scheme is used. The performance of advanced NoC is 
simulated and compared with recent work; thereby 11% improvement is shown 
when compared with JTC. To analyze the data packet latency and energy dissipation, 
the 8×8 mesh-based NoC architecture is simulated and compared with recent work; 
thereby the advanced NoC architecture shows better results than the recent NoC.
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